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Foreword

In this monograph, Dr. Richard “Dick” Shultz provides the reader key findings of how organizational change and innovation by the U.S. counterterrorism forces deployed to Iraq in 2003 as Task Force (TF) 714 dismantled al-Qaeda in Iraq’s (AQI) networked secret organization. His executive summary highlights: 1) the insurgent puzzle TF 714 encountered; 2) the organizational learning and innovation framework employed to assess the evolution of TF 714; and 3) how the Task Force transformed in order to adapt to and significantly degrade the enemy.

Dr. Shultz utilizes sound methodology to show how was TF 714 was able to achieve this “remarkable transformation.” He draws from General (retired) Stanley McChrystal’s two books on Task Force 714, *My Share of the Task: A Memoir* and *Team of Teams*, and then augments these with in-depth interviews with General McChrystal, Admiral (retired) William McRaven, General Joseph Votel, and several other TF 714 leaders. Dr. Shultz further analyzes these sources through the use of analytic tools drawn from leading business and management studies focused on organizational learning and innovation. This analysis resulted in a monograph that captured the unprecedented organizational changes and lessons learned by Task Force 714 in adapting to an enemy for which it was not prepared.

The first chapter describes the unforeseen challenges and ugly surprise Task Force 714 encountered. Shultz discusses the impact of that surprise and unfamiliar wartime environment that required TF 714 to transform itself into an “industrial strength counterterrorism machine.” Chapter 2 highlights the task force’s development and use of the Joint Interagency Task Force, while Chapter 3 discusses how the leadership of Task Force 714 changed organizational practices of command and control and empowered decision making from a top-down to a bottom-up approach. The next chapter shifts into the intelligence dominance of the task force moving from finding, fixing, and finishing targets and adding track and assess, or exploit and analyze.

Chapter 4 highlights the innovations in TF 714 and how learning organizations create innovative adjustments in procedures and mechanisms to respond to complex challenges. Chapter 6 addresses the leadership evolution and how collective learning, adaptation, change, and empowering members
of the organization are all essential for success in today’s complex, interdependent, and rapidly evolving environment. In the seventh chapter, Dr. Shultz provides an overall assessment of what “industrial strength counterterrorism” and counterinsurgency did to degrade and weaken AQI accomplished in Iraq, which he terms “the irreducible minimum.” He sums up the monograph with some thoughts on the limits of U.S. counterinsurgency and counterterrorism efforts.

This monograph provides critical insights and lessons learned for all Special Operations Forces and interagency partners who will establish, deploy, or support a special operations command and control organization. It is also a good historical case study and provides a foundation on how to adapt, innovate, and grow military structures into learning organizations to meet the future challenges of complex environments and our enemies.

Kenneth H. Poole, Ed.D.
Director, Center for Special Operations Studies and Research
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Executive Summary and Key Findings

The Puzzle

The U.S. counterterrorism (CT) forces who deployed to Iraq in 2003 as Task Force 714 (TF 714) faced an ugly surprise. Tasked to dismantle the al-Qaeda in Iraq (AQI) dominated insurgency, the organization could not achieve that mission. Retired U.S. Army General Stanley McChrystal, then TF 714 commander, concluded, “we were losing to an enemy … we should have dominated.”

But TF 714 transformed in the midst of war and during 2006-2009 was able to dismantle AQI’s clandestine networks to a degree that they could no longer function in a cohesive manner. By developing the capacity to operate inside those networks, TF 714 was able, in the words of General McChrystal, to “claw the guts out of AQI.”

This transformation runs counter to what organizational experts identify as barriers inhibiting militaries from learning, innovating, and changing, especially in wartime. To decipher the puzzle of how TF 714 overcame these barriers, two questions were examined: 1) How did TF 714 transform from a specialized and compartmented unit customized for executing infrequent CT missions to an industrial-strength CT machine that by 2009 dismantled AQI’s networks that operated across Iraq, and 2) Why was TF 714 able to achieve this remarkable transformation?

Organizational Learning and Innovation

Organizational learning has received considerable attention in business and management studies. That literature has identified behavioral/managerial characteristics that can equip organizations with the capacity to learn and innovate to overcome failures in operational performance. This study utilizes an analytic framework composed of those characteristics to determine if TF 714’s success in Iraq was due to its adopting these learning characteristics:

- Unforeseen challenges do not paralyze the organization,
- Problem solving is a core organizational competency,
- Organizational practices are challengeable,
- Knowledge collection methods set in motion systemic learning,
Leaders nurture a milieu conducive to learning, and
Organizational memory captures and retains innovations but not rigidly.

To determine if TF 714 learned and innovated by adopting these behavioral and managerial characteristics, a series of in-depth interviews were conducted with a range of former practitioners and specialists who served in TF 714. These included the senior leadership of the task force.

Transforming Task Force 714

AQI was different. AQI’s secret underground apparatus was unlike its 20th century counterparts. It was not top leaders but a vast array of mid-level commanders and managers of AQI’s clandestine networks that fostered an enormous rise in attacks across Iraq in 2004-2006. AQI’s unanticipated and burgeoning violence caused many in 2006 to believe the Iraq war was lost.

This ‘ugly surprise’ led TF 714’s leaders to conclude they faced an enemy they never envisaged and could not degrade through existing ways of operating. They confronted an enemy they did not understand and for which TF 714 had to change its operational focus from a strategic scalpel capable of executing a small number of missions to an industrial-strength CT machine.3

Organizational experts have concluded that for organizations facing complex challenges, problem solving is a shared responsibility for the whole organization, not just the task of the leadership. Problem solving must become the duty of the entire organization, a new way of thinking and acting.

TF 714’s method of problem solving was too deliberate, hierarchical, and self-contained to counter Iraq’s fast-paced and networked insurgency. The task force had to transform and partner with several U.S. intelligence agencies to neutralize this unprecedented operational challenge.

The mechanism for this transformation was a joint interagency task force (JIATF). The JIATF forged these intelligence agencies and TF 714 into a union based on interdependence and cooperation that established problem solving methods capable of deciphering AQI’s networks.

Having adopted the JIATF, TF 714 shed its top-down style of command, substituting decentralized authority and problem solving from below. To outpace AQI, problem solving and decision making could not wait for senior leaders to disseminate commands. That took too long.
Individuals and teams closest to the fight were best positioned to decide and act decisively. The velocity and volume of decisions needing to be made exceeded the ability of even the most gifted leader. Empowerment of those at the operational levels was indispensable.

Agency and empowerment were critical enablers. They allowed the JIATF to prevail over a complex enemy that made effective use of information-age technologies to form an array of evolving and transforming networks able to execute attacks across Iraq.

To defeat AQI’s complex networks, TF 714 transformed into an intelligence-led organization. The action arm of the JIATF, the operational units, was coordinated with a robust intelligence capability drawn from the Central Intelligence Agency (CIA), National Security Agency (NSA), Federal Bureau of Investigation (FBI), Defense Intelligence Agency (DIA), National Geospatial-Intelligence Agency (NGA), and other agencies—intelligence led the way.

To learn and adapt, TF 714 amassed information and knowledge about a new problem set—a complex, clandestine, and networked enemy empowered by information age technology. The task force achieved intelligence dominance over AQI.

This necessitated the JIATF’s adoption of a new operational concept—find, fix, finish, exploit, analyze, and disseminate (F3EAD). This transformed targeting and provided the means to get inside AQI’s networks to dominate the operational tempo of the fight.

Once inside, the JIATF identified central and peripheral figures, patterns of behavior, and clusters of nodes to degrade parts of AQI’s operating system. By doing this fast enough, hitting many targets every night, TF 714 outpaced AQI’s capacity to adapt, causing it to collapse in upon itself.

To foster cross-organization ties, cross-fertilization of new ideas, and dissemination of new knowledge to respond to AQI’s complex challenges, the JIATF established an operating environment based on cooperation, trust, and interdependence among its interagency members.

Several innovative procedures and mechanisms were adopted to facilitate this environment. Each enhanced the capacity of the JIATF to act decisively, with speed and precision, to maneuver inside AQI’s networks fast enough to seriously dismantle those networks from the inside out.

As the JIATF matured and made headway, the stage was set for a showdown with AQI. But to reach the operational tempo needed to prevail, one
more hurdle remained. The more decisions were made at the top, the slower TF 714’s operational tempo.

This traditional approach to military leadership was turned on its head. Rather than disseminating commands from above, task force leaders became ‘eyes-on, hands-off enablers’ that empowered those down the chain of command to take the initiative.

TF 714’s transformation from a highly compartmented organization augmented by a JIATF had an extraordinary impact on its operational tempo. In August 2004 the task force executed 18 raids. Two years later, in August 2006, they were up to 300 raids a month.⁴

The Irreducible Minimum

By the fall of 2009 the security situation in Iraq had dramatically changed. “Significant acts of violence,” as reported in Pentagon’s Weekly Security Incidents summary, had plummeted to less than 200 a week from a high of nearly 1,600 incidents weekly during 2007.⁵

Factors contributing to this turnabout included: 1) the adoption of a counterinsurgency (COIN) strategy; and 2) the addition of 30,000 troops through the surge; and 3) the awakening movement which gave coalition forces the added capacity needed to control the physical and human terrain.

But an effective COIN strategy also required the capacity to dismantle AQI’s secret underground networks through which it executed operations. To do so, a specialized organization was needed that blended intelligence and paramilitary capabilities. TF 714 was that outfit.

By adopting the characteristics of a learning organization and transforming itself, TF 714 was able to sustain an industrial-strength CT operational tempo of 300 raids a month between 2006 and 2009. Those operations focused on attrition of AQI’s mid-level commanders and managers, those who made its networks function. General McChrystal described them as “the guts of AQI.”⁶

During 2008, the task force determined through intelligence collected on raids, interrogation of AQI members captured on raids, and by operational tempo that a major decline was taking place in the capacity of AQI to function. Task force raids were having a major impact on AQI’s networks.

Three years of industrial-strength task force raids seriously degraded AQI’s ability to function. By operating inside AQI’s networks, TF 714
dismantled a large number of its operational cells, financial units, communications and media centers, improvised explosive device (IED) production facilities, and arms acquisition methods. In the words of General McChrystal, the TF 714 commander had “clawed the guts out of AQI.”

As a result of three years of industrial strength CT, TF 714 reached what retired U.S. Army General Raymond Odierno, then Multi-National Force commander in Iraq during this period, characterized as the “irreducible minimum.” By this he meant that even when a COIN/CT program is able to greatly weaken and degrade a group like AQI, they will still retain a capacity to carry out periodic attacks and acts of violence.

While TF 714 had greatly weakened AQI’s capacity to function by dismantling many of its networks across Iraq, it still could carry out periodic attacks and acts of violence. This was the irreducible minimum in such irregular wars.

The Limits of COIN and CT

Once territory was held and AQI’s clandestine networks were dismantled to their irreducible minimum, the conditions were established to begin the transition to post-conflict reconciliation, reconstruction, and institutional development.

Iraq had reached this stage by late 2009. It was the beginning of the long and challenging phase of all such internal wars in which the political causes of the conflict have to be resolved. And a political formula has to be conceptualized for reconciling the warring parties, establishing the foundations for state legitimacy, and initiating national reconstruction.

During this extended period of mediation and reconciliation there was a role for TF 714 and its Iraq’s counterpart. As retired U.S. Navy Admiral William McRaven, explained: “once we and our counterparts had our collective foot on AQI’s throat we had to keep it there. And we could do so through our support to our Iraqi counterparts. But we had to stay to help them.” This was all part of buying time and maintaining the irreducible minimum while the process of transition to post-conflict reconciliation, reconstruction, and institutional development took root.
**Introduction**

The U.S. counterterrorism (CT) force was established in 1980 following the failure to rescue 52 Americans held hostage at the U.S. embassy in Tehran, Iran, and the results of the Holloway Commission review. Over the next two decades, the United States Special Operations Command’s (USSOCOM) CT force developed an array of highly proficient Army, Navy, and Air Force personnel tailor-made for hostage rescue and discrete direct action CT operations. Arguably, the CT force became the best unit of its kind in the world. It also was a highly compartmentalized force with a culture of secrecy and semi-autonomy. But for the infrequent missions it was designed to carry out prior to 9/11, those characteristics did not impede its operational capacity to do so.

However, once deployed to Iraq in 2003 the CT force found itself facing an ugly surprise—a crisis in operational effectiveness. Tasked to find, degrade, and dismantle the burgeoning al-Qaeda dominated insurgent apparatus or clandestine underground, it became apparent the unit was not able to successfully execute this mission. Then Lieutenant General Stanley McChrystal, TF 714 commander, explained that as it was constituted, the CT task force could not keep pace with, let alone reduce AQI’s burgeoning operational tempo. In fact, as he subsequently recounted, “we were losing to an enemy that … we should have dominated.” By early 2004, General McChrystal concluded the CT task force had to “adapt to a new, more ominous threat.” Deployed as TF 714, they “needed to become a more complex organization with unprecedented capability, and [they] needed to be able to employ that capability on a daily basis.”

Over the next two years TF 714 did just that, transforming into a highly effective interagency organization described by one knowledgeable observer as “a precision-killing machine unprecedented in the history of modern warfare.” To achieve this degree of operational effectiveness, TF 714 was reinvented in the midst of the Iraq war. Consider the following acceleration in its capacity to conduct operations against the AQI network. TF 714 was able to execute 18 raids across Iraq in August 2004. “As great as those 18 raids were, they couldn’t make a dent in the exploding insurgency,” General McChrystal explained. By August 2006, the task force was able to execute...
up to 300 raids per month.\textsuperscript{16} And those raids did much more than decapitate the leadership of AQI. More importantly, they began to gut AQI’s extensive network of mid-level operational commanders and the managers of its financial units, communications and media centers, intelligence services, bomb and IED production facilities, and arms acquisition specialists. In doing so, TF 714 acutely degraded AQI’s capacity to operate well before the U.S. withdrawal in December 2011.

This was a remarkable transformation in the midst of war and runs counter to what more than a few specialists have discerned about the likelihood of military organizations, even highly specialized ones, being able to do so. For example, Janine Davidson in \textit{Lifting the Fog of Peace} identifies an array of organizational, bureaucratic, and cultural barriers that make such transformations problematic.\textsuperscript{17} Each constitutes an acute obstruction to change. Other scholars, to include Adam Grissom, Kimberly Zisk, John Nagl, Michael McNerney, Theo Farrell, and Richard Downie find that only under certain conditions—civilian intervention, military service competition, or a major shock—is it possible that the obstacles to innovation identified by Davidson and others can be circumvented.\textsuperscript{18}

\textbf{The Puzzle}

In spite of the odds, TF 714 was able to overcome barriers to transform and innovate. At first blush, this would seem counterintuitive given an organizational culture which, for over two decades, was honed to execute discrete and highly surgical CT missions and not to fight in an Iraq-type war. In fact, General McChrystal observed that even after it became clear that TF 714 was unable to weaken AQI, there was not a straight away recognition that major changes were demanded in the organization. This was because the CT task force constituted “very much a specialized culture for certain missions.” It employed a “surgical CT capability” and the view from inside was “we need to stick to our core tasks.”\textsuperscript{19} Consequently, “there was resistance initially to going to war. I was told by people, one, that’s not what the CT force is for, and two, you are going to take this wonderful national scalpel and break the blade.”\textsuperscript{20}

To decipher this puzzle, two interrelated questions were examined. First, how did the CT task force, deployed to Iraq as TF 714, transform itself from a pre-9/11 highly specialized and compartmented unit customized for
executing infrequent CT missions to an organization capable of a wartime operational tempo of 300 missions a month? Second, why was the CT task force able to achieve this remarkable transformation? These two questions were examined interchangeably to discover the ways in which TF 714, in the midst of an escalating war, was able to learn and innovate.

Organizational learning and innovation have been topics given considerable attention in business and management studies since the appearance first of James March and Herbert Simon’s volume *Organizations*, and then of *A Behavioral Theory of the Firm* by March and Richard Michael Cyert. Both works were concerned with the circumstances in which an organization faces a major challenge or crisis that critically undermines its operational performance. In other words, its capacity to accomplish core tasks has fallen below minimum levels of effectiveness. Subsequently, the organization faces the challenge of identifying and implementing critical changes. In order to do so, it must be able to learn, adapt, and innovate to reestablish its capacity to execute core tasks.

From this starting point, subsequent research has sought to identify those processes and procedures that foster or thwart the attainment of such knowledge, and assess the impact of those processes and procedures on the learning cycle and on organizational change. What these studies have discerned is that knowledge acquisition, learning, and innovation can be exceedingly challenging for organizations to realize. However, those studies also identify behavioral and managerial characteristics that—if adopted—can equip organizations with the capacity to learn and innovate, successfully overcoming crises and failures in operational performance.

This monograph will examine the extent to which the presence of successful organizational characteristics helps explain how and why the transformation of TF 714 between 2004 and 2006 was possible. To do so, the study utilizes the analytic framework, described below, deduced from the business and management literature concerned with organizational learning. The construct is composed of the successful organizational characteristics that enable organizations to learn and innovate when faced with major challenges that undercut their capacity to function effectively.
Assessing Learning Organizations

Descriptions of what constitutes a learning organization abound in the business and management literature. For David Garvin, a learning organization is one “skilled at acquiring and transferring knowledge and at modifying its behavior to reflect this new knowledge and insights.” Likewise, Marlene Fiol and Marjorie Lyles propose that “organizational learning means the process of improving actions through better knowledge and understanding.” Barbara Levitt and James March described organizational learning as “routine-based, history-dependent, and target-oriented. Organizations are seen as [demonstrating] learning by encoding inferences from history into routines that guide behavior.”

The Learning Cycle

While there may be a consensus that learning organizations are those with the capacity to acquire new understanding about shortcomings in performance, and that such knowledge can become the basis for adapting institutional behavior to rectify performance shortfalls, what does not exist, observes Peter Pawlowsky, is a “theory or model of organizational learning [that] is widely accepted.” This is due, Martin Schulz reflects, to the diverse nature of the field:

> Is the main focus of the field on exploring the sources of organizational learning, is it on different forms of learning, or is it on the outcomes of organizational learning? It appears that organizational learning is about all three. At the root of this perplexing trilogy are divergent conceptions of learning and divergent ideas about the sources of learning.

Nevertheless, based on a review of the literature, Pawlowsky identifies the following features of a learning organization:

- A capacity to identify information that is relevant to learning and the generation of new knowledge,
- A mode for the exchange and diffusion of that knowledge from the individual level to the collective level,
- Knowledge that can be integrated into existing knowledge systems on the collective and individual levels or into procedural rules of the
organization whereby either integration or modification of the adopting system takes place, and

- Integration of new knowledge into organizational routines in order to have an influence on organizational behavior, developing new leadership styles, new products and services, and new praxis.29

The literature on sources and methods of learning has also generated several models of the learning cycle to illustrate the process by which organizations acquire knowledge and implement change. Chris Argyris and Donald Schön were among the first to do so.30 Many others followed suit, proposing various patterns and prototypes.31 Schulz describes these templates as:

performance feedback models … based on the idea that organizations learn when they experience problems. Organizations would encounter a problem, initiate a search for solutions, adopt solutions which solve the problem, and retain good solutions for future use. Problems were conceptualized as performance shortfalls.32

Based on an examination of learning cycle designs, Downie proposed a basic model in which organizations “either learn and/or change their … standard operating procedures to act on learning or disregard that information and retain their existing … standard operating procedures.”33 When the former takes place, an organization “uses new knowledge and understanding gained from experience to adjust institutional … procedures in ways designed to minimize [identified] gaps in performance and maximize

Figure 1. The Institutional Learning Cycle. Source: Learning From Conflict: The U.S. Military in Vietnam, El Salvador, and the Drug War by Richard Downie. Reproduced with permission of Greenwood Publishing Group via Copyright Clearance Center.
future successes.” This process is illustrated in Figure 1. It depicts a basic cyclical course of action involving several steps that can result in learning and innovation by an organization.

Downie’s model begins with members of the organization recognizing there are serious performance gaps that can only be remedied through major change. The organization has to acquire and process new information and knowledge in order to pinpoint the sources of failure and to identify alternatives. Based on these developments, the “organization assesses and interprets the discoveries or evaluations made by individual members [and groups], and if deemed valid through consensus, explores options to resolve an anomalous situation.” Resolution of those problems will take the form of actions that “adapt organizational behavior” through changes in the organization’s “norms, doctrine, and standard operating procedures.”

The cyclical process conceptualized by Downie and others propose steps through which an organization can learn and innovate. They make it sound straightforward. But the real world contains many obstacles that can undermine successful navigation of the learning cycle, and many of those impediments can be found in the institutional cultures, structures, and practices of organizations themselves. Nevertheless, some organizations are able to successfully manage gaps, weaknesses, and shortcomings in performance by introducing changes in their operating methods and processes.

Analytic Framework – Characteristics of Learning Organizations
Since the appearance of the books *Organizations* and *A Behavioral Theory of the Firm*, business and management studies have endeavored to identify those behavioral and managerial characteristics that facilitate a successful navigation of the learning cycle. Schulz notes that this research “has intensified considerably since the late 1980’s. The number of publications increased dramatically … and new, empirical research programs got off the ground.” However, what has resulted is a “field of organizational learning [which] evolved into a diverse network of loosely interconnected clusters of ideas.”

In other words, there is no agreement over what constitutes those behavioral and managerial characteristics that, if an organization possesses them, will enable learning to take place in today’s complex environments, resulting in subsequent improvements in operational practices. Rather, the literature contains wide ranging ideas, propositions, and empirical findings. Based on a review of a significant sample of that literature, the following conceptual
framework of the learning characteristics of organizations that successfully adapt to crises in performance in today’s complex and interdependent environment have been identified below by the author.

1. **Unforeseen challenges do not paralyze the organization.** Learning organizations are not paralyzed by surprise. They develop competences for responding to unforeseen challenges that undercut operational performance. Members learn roles, methods, and modes of behavior that prepares them for the unexpected.\(^{38}\) To do so, management specialists have identified ways of making organizations more agile by adopting methods that address surprise through team-based exercises. Consequently, when surprise occurs, agile organizations are prepared to manage it.\(^{39}\)

2. **Problem solving is a core organizational competency.** Learning organizations institutionalize problem solving methods that foster the diagnosis of operational challenges. Problem solving is a shared responsibility for the organization as a whole, not just the leadership.\(^{40}\) It is part of the organization’s disposition, a way of thinking and acting.\(^{41}\) Well-ordered and systematic problem solving is a central part of the organization’s personality.\(^{42}\)

3. **Organizational practices are challengeable.** All organizations develop routines or standard operating procedures (SOPs) to accomplish objectives. But only a subset of them is capable of changing those routines when confronted with a sudden breakdown in performance.\(^{43}\) To do so, SOPs must be challengeable. Members of the organization are empowered to contest existing routines to foster needed changes in them.\(^{44}\) Agency is introduced by an organization to curtail negative performance. Agency is understood as individuals within an organization exercising the capacity to challenge existing routines.\(^{45}\)

4. **Knowledge collection methods set in motion systemic learning.** Learning organizations are able to understand the sources of failure in performance through their capacity to collect and analyze information about those shortcomings. Such organizations are collectively “skilled at creating, acquiring, and transferring knowledge.”\(^{46}\) Through knowledge compilation and analysis, the reasons for which existing
practices have become ineffective can be determined. This understanding is then employed to make changes in operational practices.

5. **Leaders nurture a milieu conducive to learning.** Leaders of learning organizations create procedures that encourage the cross-fertilization of new ideas and promote the dissemination of new information and knowledge. They empower members of the organization through a participatory approach that encourages collective problem solving. Organizations that function in this manner require a different style of leadership from that based on the assumption that only from the top can a decline in performance be understood and turned around. In today’s complex, interdependent, changeable, and fast-paced environment, leaders must decentralize authority to nurture initiative by subordinates at the operating level.

6. **Organizational memory captures and retains innovations but not rigidly.** Once innovation takes place, learning organizations insert those changes into the organization’s memory. New SOPs are embedded in memory. Knowledge and learning are transformed into new operating routines. These are then put into practice by members of the organization. However, for organizations that function in today’s complex and interdependent environment, fixed solutions may remain effective and suitable for only a transitory period. In complex contexts, reconfiguring operating practices will require a resilient learning cycle.

**Research Approach**

To determine how and why TF 714 was able to learn and innovate, transforming itself in the midst of war, a series of semi-structured in-depth interviews were conducted with a range of experienced former practitioners and specialists who served in the task force. These included, most importantly, the senior leadership of TF 714.

The questionnaire utilized for the interviews was based on the analytic framework—characteristics of learning organizations. The objective of the research was to determine the extent to which the organizational and operational changes initiated by TF 714 in Iraq can be explained as a result of the task force emulating these successful organizational characteristics. In other words, to what extent can the TF 714 accomplishments in Iraq be explained
as the result of having adopted the practices and procedures of a learning organization?

To determine whether this was the case, each learning organization characteristic generated a series of CT task force specific questions that were investigated through semi-structured interviews with former members of TF 714. These questions sought to ascertain the degree to which each successful organizational characteristic of a learning organization helps explain why the CT force was able to reinvent itself in the midst of a wartime crisis, equipping the organization with the capacity to overcome serious shortcomings in performance in Iraq. To what extent did these behavioral and managerial changes enhance TF 714’s capacity to acutely degrade AQI?

Supplementing the information collected through these interviews was related information gleaned from interviews with other Department of Defense officials knowledgeable about task force operations in the Iraq war. Open source literature on CT operations in Iraq and of the role of CT forces in those operations was also examined. There has been a noteworthy consideration of these issues in a number of open source venues. The author collected and reviewed these materials. They include General McChrystal’s memoir, My Share of the Task, and his subsequent book, Team of Teams: New Rules of Engagement for a Complex World, as well as his other publications, interviews, and public discussions.57 Several other sources were helpful to the study, including interviews with the former chief intelligence officer of TF 714, retired U.S. Army Lieutenant General Michael Flynn, and U.S. Army Colonel William Ostlund, who commanded CT forces in Afghanistan.58

Fall 2003: The War after the War and the Emergence of AQI

With the end of full-scale combat operations in Iraq in late April 2003, no one at the senior level in Washington or Baghdad—military or civilian—expected an organized resistance to materialize. Inside the U.S. defense and security institutions that planned and carried out Operation Iraqi Freedom, a ‘war after the war’ was unimaginable. However, mounting violence in August suggested otherwise. Then in the early fall several high profile attacks took place. A member of the Iraqi governing council was assassinated, the United Nations Headquarters and International Committee of the Red Cross offices in Baghdad and the Italian police facility in Nasiriyya were hit by suicide
bombs, and a Chinook helicopter was shot down near Fallujah killing 15 American soldiers.

By the beginning of 2004, the violence had shifted from periodic high-profile episodes to a rapidly increasing number of attacks against U.S. forces and facilities with small arms, mortars, rockets, IEDs, mines, and surface to air missiles. During early January, the number of significant insurgent activities reported throughout Iraq was over 200 a week. By the last week of April, these significant insurgent activities spiked to over 600 and continued to fluctuate around that number for the rest of 2004. During 2005 the number of weekly incidents, on more than one occasion, climbed over 800.59

The result of this escalation of organized violence was TF 714 having a new mission. TF 714 now had the mission to target and dismantle the clandestine infrastructure or secret underground apparatus of AQI. This covert mechanism gave AQI the capacity to initiate and sustain rapidly increasing insurgent operations across Iraq. According to William Rosenau and Austin Long, the goal of such “anti-infrastructure operations” as a core element of classic COIN doctrine is to comprehend, map, and degrade through “intelligence coordination and the integration of intelligence with an action arm, [like TF 714] the subterranean ‘ecosystems’ that sustain insurgencies.”60 Only through such a dedicated effort, they add, is it possible to understand “the inner workings … nature and contours of the largely invisible structures that sustain armed insurgent opposition.”61

However, what the CT task force soon discovered was that the secret underground apparatus of AQI was not like that found in yesterday’s insurgencies. The internal workings and organizational structure of AQI was considerably different from its 20th century counterparts. That realization, in turn, would have a profound impact on TF 714’s targeting strategy, necessitating a redefinition of what constituted a high value target (HVT). In the past, insurgencies were conceived as hierarchical organizations and HVTs were those in the top echelon. Consequently, taking out these key figures had a significant negative impact on the success of past insurgencies. This was the result, for example, of HVT operations against the National Liberation Front, Revolutionary Armed Forces of Colombia, Shining Path, Kurdistan Worker’s Party, and Irish Republican Army (IRA), all hierarchical organizations. Removing such leaders could also undermine insurgency esprit de corps and cause organizational fragmentation.62 To varying degrees, each of these armed groups was demoralized when the top leadership was eliminated.
But AQI’s effectiveness was not determined by its top echelon leadership. In fact, killing Abu Musab al-Zarqawi in June 2006 had little impact on the number of ‘significant insurgent activities’ taking place across Iraq. They increased from approximately 1,000 a week in the month of Zarqawi’s demise to nearly 1,600 a week one year later. The reason for this, TF 714 would discover, had to do with the decentralized and networked nature of AQI. AQI’s center of gravity was not in the top leadership but in all those who commanded and managed its mid-level functional components. Therefore, AQI’s clandestine underground apparatus was composed of a wide array of planning and decision-making mechanisms, operational detachments, financial units, communications and media centers, intelligence branches, bomb and IED production facilities, and arms acquisition systems. It was AQI’s mid-level leaders and managers who had authority and capacity to keep up and even escalate operations. They were the new HVTs, and there was a plethora of them operating across Iraq. TF 714 found itself ill-equipped and unprepared for its new mission.

**Transforming Task Force 714**

As noted earlier, in planning Operation Iraqi Freedom, consideration was not given to the possibility that in its aftermath a protracted irregular war would follow, and that TF 714 would play a major role in it. Consequently, following the fall of Baghdad, General McChrystal, who took command of the CT task force in the fall of 2003, focused on “capturing or killing high-value former Baathist leaders—a group known colloquially as ‘the deck of cards’ after the Pentagon had printed packs of playing cards with the grainy photographs and names of the top Baathists.” To that end, during the summer of 2003, TF 714 tracked down the Iraqi dictator’s two sons, Uday and Qusay. Then on 13 December in the town of ad-Dawr, near Tikrit, they captured Saddam himself.

However, while this was taking place, the security situation in Iraq was rapidly deteriorating. During the fall, these signs, often dismissed by Washington, pointed to a robust and organized resistance taking shape. And as it grew in intensity, executing more and more devastating attacks, the mission of U.S. forces to include TF 714 was about to change dramatically.

Iraq was turning into another one of those ugly surprises that war always seems to spawn. Recall what Winston Churchill counseled: “Never believe
any war will be smooth and easy or that anyone who embarks on that strange voyage can measure the tides and storms he will encounter.” Rather, in the war room “on the morning of the declaration of war,” several unwelcome guests will “all take their seats,” including ugly surprise. Iraq’s burgeoning violence, contrary to Secretary of Defense Rumsfeld’s characterization of it as due to “pockets of dead-enders” and “small … networks of attackers,” was illustrative of Churchill’s warning. The AQI-dominated insurgency plunged Iraq into an ugly surprise of unanticipated proportions as 2003 turned into 2004.
1. Unforeseen Challenges, Ugly Surprise, and TF 714

As AQI escalated the violence in Iraq, the mission of TF 714 transformed from taking down a small number of HVTs—the deck of cards—to going to war against an enemy that was different from any it had previously prepared to confront. Lieutenant General Flynn, TF 714’s intelligence chief beginning in the late spring of 2004, characterized the way in which AQI was operating as “a strategic surprise” because “the capability and scale of the threat [it posed] was far bigger than any we had ever previously thought about … Clearly, the scale of the terrorist networks that existed, the quality of the leadership, and the scope of AQI’s operations surprised us.”66 Others in the TF 714 leadership concurred. U.S. Army Lieutenant General Bennet Sacolick, who commanded one of the Army units, observed that, “The capacity of the insurgency to escalate and to change and to reinvent itself was a surprise.”67

The specialized units of TF 714 had been honed over decades to conduct highly discrete and surgical direct action and hostage rescue missions. A former mid-level member of TF 714 described this legacy as follows:

the units were closed, compartmented, and super-secret. They were … like a skilled mechanic, very precise. Hostage rescue, single terrorists, onesies and twosies, go get them. By air, by boat, by whatever means go and take them out. And then Iraq happened … The whole context changed, the enemy we were fighting changed to a combination of an insurgency and a terrorist organization that was using grizzly methods causing all kinds of problems for stability in Iraq.68

Surprise in war is a constant. Organizations can develop know-how to respond to such unforeseen challenges that undercuts their operational effectiveness. At the tactical level, the individual units that comprised TF 714 were prepared for surprise. They had learned roles, methods, and modes of behavior that prepared them to adapt to the unexpected. But the surprise TF 714 experienced in Iraq was not at the tactical level, and that proved to be a major challenge for an organization comprising units that had excelled at tactical adaptation.
Consequently, TF 714’s initial response was to do more of what it already did extremely well. “The initial response,” explained General McChrystal, was that “we will just do more of what we are already very good at and then we would have done our part.” Retired U.S. Air Force Major General David Scott, who from 2003-2006 served as one of two TF 714 deputy commanders, saw this resistance to change as due to a culture predicated on a self-perception of excellence:

The CT force was based on a culture and that culture was one that the members of the Task Force believed in. And this was a culture that developed over a long period of time, many years. And so the culture was believed in and doing more of the same, but improving it, doing more of it, refining the standard operating procedures of the CT force, that was the first choice because to change meant having to face failure and there was resistance to that. This was an organization that was based on a culture that believed it was the best in the world and so failure was not something that one expected. So there was resistance to changing routines and standard operating procedures to rectify major performance problems or the fact that the Task Force couldn’t keep pace with the operational tempo of AQI. It was resistance to that idea that we had to change.

What became evident to the CT task force leadership was that a ‘more of the same’ response was not going to have any meaningful impact on AQI. To be sure, those operations that TF 714 executed were highly successful. The problem was there were not enough of them. They had, at best, only a limited impact on AQI’s operational tempo and on the new means it employed to maintain that tempo.

The CT task force was facing an enemy that it had never envisaged and could not degrade through its existing ways of operating. Doing more at what it excelled at—stepping up its own operational tempo—was not going to bring success, explained Lieutenant General Flynn. “We realized that we had to significantly increase our ops tempo because the enemy’s tempo was outpacing us … Tactically, we felt we are beating these guys, but operationally and strategically we were being outmatched, completely outmatched, and we were actually losing.” Reaching a consensus among task force members that existing tactics, techniques, and procedures (TTPs) were inadequate proved difficult,
explained General McChrystal, because the individual units were com-
fortable with what they believed were the effectiveness of their TTPs. The
task force members excelled at the tactical level and that sense of excel-
ence “increased inertia … Why should we change … [At] a micro-level
we could do a lot of things very, very well. Even from the beginning of the
fight [against AQI] we could go and we could hit targets, we could capture,
kill, we could do those things exceedingly well.” But the CT task force was
operating as a peacetime strategic scalpel, and no matter how excellent, it
was losing ground in an unfamiliar wartime environment.

That realization was going to necessitate a renovation in how TF 714
defined mission success and organized to accomplish it. A sea change was
demanded, explained General McChrystal:

> We needed to view the mission differently and that was whether
we were winning or losing in Iraq against al-Qaeda … [and] not
just whether we captured or killed its members. We had to view the
mission differently and we had to say that winning is what counts.
That’s our metric of success, winning or losing, not whether or not
we get this particular target … We needed to change our thinking
to say that capturing or killing is irrelevant unless we win.73

That was how TF 714 had to respond to an unforeseen and an unfamiliar
challenge that undercut its operational performance. Its members had to
learn ways of making the organization more agile so it could manage surprise
above the tactical level.

By the fall of 2004 the realization had set in that the CT task force had
to change from a strategic scalpel to what came to be termed an industrial-
strength CT machine. It was going to need to “capture or kill on an industrial
scale which is not something it had ever been built to do,” explained Admiral
McRaven, who served as deputy CT task force commander under General
McChrystal and then replaced him as the commander of TF 714.74

To operate at the industrial-strength level meant that “the basic mission
fundamentally had to change,” which was going to “require us to change
the way we were organizationally structured, manned, trained, equipped,
and everything else.” But to do so meant, in the first place, that TF 714 “had
to understand the enemy’s organization … and that took us a while to real-
ize it was a network.”75 Moreover, that AQI network, General McChrystal
observed, was unlike any terrorist network that had preceded it. AQI was
different, it was “much bigger … much more dynamic. It had more speed, momentum, and it was benefiting from a very different operating environment than the task force had ever anticipated.”

The complex nature of that network became apparent, recalled the commander of TF 714, when the CT task force tried to portray it on a standard map at its headquarters. They could not do it. “In place of maps, whiteboards began to appear … As we gathered intelligence, we diagramed the relationships between members of the organization” on those white boards. But what the task force found was “tangled networks that did not resemble any organizational structure or pattern we had ever seen. New and unfamiliar patterns began to appear on the white boards.” They were not hierarchical or orderly, and there was little consistency to them. Soon, those charting AQI found that the organizational patterns they expected were “not there at all—AQI and this war were fundamentally different from anything we had seen in the past.”

TF 714 had suffered a strategic surprise for which it was not prepared, but it was not paralyzed by that revelation. Rather, it was able to recognize the significance of what it had discovered and that it would have to demonstrate agility and adaptability to overcome an enemy it did not yet fully understand.
2. Problem Solving and the JIATF

As described previously, learning organizations are those that institutionalize and employ problem solving methods to diagnosis new and unforeseen operational challenges. And when facing today’s complex challenges, problem solving is understood as a shared responsibility for organizations as a whole, not just the task of the top leadership. It has to become a part of the disposition of the entire organization, a way of thinking and acting.

The CT task force, however, was shaped over two decades as a top-down military organization, which was highly compartmented and semi-autonomous. General McChrystal noted it was a closed system that broadly reflected Henri Fayol’s five step management formula.78

1. **Prepare.** Examine the context and draw up a plan of action.

2. **Organize.** Build up the structure, both material and human, for the undertaking.

3. **Command.** Maintain the activity among the personnel.

4. **Coordinate.** Bind together, unify, and harmonize all activity and effort.

5. **Control.** See that everything occurs in conformity with established rules and commands.79

Problem solving in Fayol’s system of management is the responsibility of the leadership. They break challenges down, think through puzzles, marshal information, and select the most efficient solutions. No matter how complicated the problem, there are discoverable solutions to them. Those solutions, once identified, are then implemented by the organization’s rank and file membership. There is a hard line separating leaders and managers from workers or, in the case of military organizations, operators. The CT task force did not completely conform to Fayol in that there was flexibility in terms of problem solving at the tactical level. But above that level, the evolution of the CT task force reflected Fayol in its chain of command.

This was the structure of TF 714 when it deployed to Iraq. Its organizational configuration was hierarchical. But that “organization was designed for a problem set that no longer existed,” explained General McChrystal.
“We brought an industrial-age force to an information-age conflict.” According to their commander, TF 714 was structured for problem solving, mirroring Fayol's traditional method. However, this approach was too deliberate and hierarchical to decipher the puzzle presented by Iraq's fast-paced and networked insurgency.

The CT task force faced an existential crisis in its capacity to understand and prevail against AQI. Doing more of the same was not sufficient. TF 714 had to be redesigned and partnered with several other U.S. Government security agencies to comprehend and counter the unprecedented operational challenge confronting it in Iraq. The problem of understanding and degrading AQI could not be accomplished by a highly compartmented and top-down military organization. It came down to transforming or losing. Problem solving had to become a shared responsibility for the organization as a whole. This meant changing roles, rules, and patterns of interaction within the organization. Moreover, the organization itself would have to expand to include new affiliates that were not normally part of the team. And they all were going to have to learn to work together as a team.

The far-reaching scope of that transformation was only subsequently captured in the often quoted General McChrystal maxim: “To defeat a networked enemy we had to become a network.” By this he meant that TF 714 “had to figure out a way to retain [its] traditional capabilities of...
professionalism, technology, and, when needed, overwhelming force, while achieving levels of [unprecedented] knowledge, speed, precision, and unity of effort that only a network could provide.”

But a mechanism for setting such a transformation in motion was not immediately apparent to the task force, as it grappled with this complex challenge. There was no blueprint for turning TF 714 into the kind of problem-solving organization that could achieve the objectives envisaged by its commander. However, there was a relatively unknown organizational concept—JIATF—that Admiral McRaven knew about and suggested to General McChrystal. If adapted to TF 714’s complex Iraqi battlespace, Admiral McRaven would propose, it could provide a way forward in unraveling the AQI puzzle.

A JIATF, according to Evan Munsing and Christopher J. Lamb, is a “model for whole-of-government problem-solving” that, by fostering “cross organizational collaboration,” seeks to overcome the “natural tendencies [of many organizations] to seek autonomy rather collaboration.” Since the end of the Cold War such interagency collaboration has frequently been touted as the mechanism for addressing complex and unconventional international security problems. However, examples of successful JIATFs are few and far between.

The reason for this shortfall has to do with the demanding performance requirements of a successful JIATF. From their study of JIATF-South, which detects, monitors, and disrupts air and sea smuggling of illicit narcotics into the U.S. from Latin America, Munsing and Lamb identified the following preconditions:

- First, “there must be a single organization dedicated to leading the effort,” in which cooperation with others “is on a voluntary basis.” That lead organization must be able to convince interagency associates that they want to join up because “there are rewards for pursuing the mission.”
- Second, interagency collaboration is more possible when there is a “discrete, clearly identifiable problem with a meaningful and measurable outcome.” In the case of JIATF-South this entailed disruption of drug shipments and weakening of the cartels.
- Third, to recruit collaborative core partners, the lead organization has to learn about those it wants “to partner with, understand their
equities, and appreciate what it would take to develop a trust relationship with them.” And beyond core partners, building a truly networked task force necessitates “forging additional partnerships with varying levels of intensity ... with a diverse set of [other] interested parties.”

- Fourth, the lead organization has to foster within the JIATF a “culture of trust and empowerment,” which takes the persistent nurturing of teamwork.

While JIATF-South was one of the best kept secrets of interagency success, USSOCOM in 2003 sent representatives to learn about it. In fact, “then U.S. Army Major General Dell Dailey, director of USSOCOM’s Center for Special Operations, was so impressed by JIATF–South that he visited the command every 3 months with his staff.” And Admiral McRaven, who had served in the White House, was aware of the JIATF concept and thought it had applicability.

Admiral McRaven recalled that in 2004 there was significant frustration within TF 714 for reasons noted earlier. And this was voiced at a CT task force commander’s conference during that year. Among the quandaries identified was the paucity of obtainable intelligence to infiltrate AQI networks in order to disrupt them. Admiral McRaven recalled proposing at the time:

We need a joint interagency task force and Stan’s up at the white-board writing that down—joint interagency task force ... So, we talked it through. I said look, we need CIA, we need FBI, we need everybody, all the three-letter intelligence agencies. If we don't understand what CIA's doing, or what FBI's doing, or NSA, then we're missing things. They have information we're not seeing.

General McChrystal was convinced that the highly compartmented TF 714 needed a JIATF. Embracing the concept was the easy part; operationalizing it to meet the preconditions for success identified by Munsing and Lamb would prove very demanding. Deeply rooted cultures of secrecy, autonomy, and exclusiveness that infused not only the CT task force organization but also all those three-letter agencies had to be overcome. General McChrystal would have to convince each to voluntarily join the JIATF and collaborate in a work environment of interdependency, cooperation, trust, and transparency. “The need to share information was apparent,” explained Lieutenant
General Flynn, but “not everybody was sharing. The CIA was probably the most difficult … NSA was probably second. And then third, right behind NSA and CIA were the operational elements … of the task force. They weren’t even sharing.”

It took until 2005 to establish the JIATF. To institute among its members problem solving methods capable of fostering effective diagnoses of AQI’s operational practices proved a knotty undertaking. It necessitated forging together members of the intelligence community—those three-letter agencies—and the CT task force into a union of trust and common purpose. Lieutenant General Flynn explained that creating trust meant, for example, that CIA would give the task force “access to some of their most sensitive human intelligence data and you’re going to use it appropriately. We had to constantly work to make sure that the big intelligence community agencies felt that they could trust the task force with their information.”

In sum, the operating environment dominated by AQI demanded change in the cultures of secrecy, autonomy, and exclusiveness that pervaded in both the intelligence agencies and in the task force. The organizational mechanism to bring about that change was the JIATF. Through it, the CT task force leadership sought to foster a new operating environment of interdependence, cooperation, trust, and transparency, all essential attributes of effective problem solving in learning organizations. To bring these different organizations together to embrace the preconditions of an effective JIATF as spelled out by Munsing and Lamb took a great deal of convincing on the part of the CT task force leadership. One key to winning them over was to persuade each to join forces because there were rewards in it for them in pursuing the mission together. One of those rewards, explained Lieutenant General Sacolick, was to be part of an organization that had success in Iraq:

What you had then in the JIATF were a number of organizations that had elite institutional cultures. They tended to operate on their own. So why become a member of the task force? The answer was opportunity—opportunity to get involved with the counterterrorism task force. They wanted to become part of the mission because the task force was playing an important role in the war in Iraq. So, in a way this was an organic process that then was fostered and developed by Stan McChrystal and by Bill McRaven. Success held it together. The anchor was success. The JIATF initially was fragile
but as the insurgency started to grow so did the mission of the task force and so McChrystal began to build an interagency team and as that team became successful others wanted to be part of it. They wanted to participate in the success of the CT task force. 94

There was another reason to share in the intelligence the CT task force was collecting as part of its operations. As will be underscored in the next chapter, it was considerable and, Admiral McRaven noted, it brought the intelligence agencies onboard.

[As] we started closing in on Zarqawi, I believe that is what really brought the CIA and task force together. CIA realized they did not have the sources where we had sources. They didn’t have a screening facility like we had a screening facility and before long we were driving the train and the agency was very happy to be part of it. 95

Achieving buy-in by the three letter intelligence agencies to set this in motion “took quite a while,” recalled General McChrystal. The key was to convince each that “this isn’t TF 714’s mission that you are supporting; this is our mission that you are a part of.” And TF 714 would “share our intelligence completely; we shared things that they would not have otherwise had access to … Suddenly [they learned] we weren’t just consumers, we were providers of intelligence and partners.” 96

Agency is a critical feature of learning organizations facing complex challenges. It equips individual members with license to contest existing routines when those operating practices break down and fail to deliver. Members are empowered to appraise existing operational TTPs and to propose changes to them.

Having adopted the JIATF structure, the next step in the transformation process was to instill into new interagency partners an interdependent learning and problem solving way of thinking based on agency. That entailed empowering its members, down to the lowest practical working level, with the capacity described in the third characteristic of a learning organization previously noted.

The leadership of TF 714 knew it would have to shed its top down approach to command and control, substituting for it decentralized authority and problem solving from below. To outpace AQI, General McChrystal concluded that problem solving and decision making could not wait for him or his top deputies to disseminate commands. “A big piece of why we lagged behind AQI lay in our need to relay decisions up and down the chain of command. The requirement to consult me for strikes was symptomatic of a bureaucracy … grown slower and more convoluted as the world around it had become faster.” The process was taking too long and its “effects were crippling.” Instead, he asserted that “individuals and teams closest to the problem … offered the best ability to decide and act decisively.” That was because “the velocity and volume of decisions needing to be made in today’s complex environments so exceeds the capabilities of even the most gifted leaders. Therefore, empowerment of those lower rungs is a simple necessity.”

As the JIATF began to take shape and enlarge with the addition of CIA, NSA, FBI, DIA, NGA, and others, personnel from each deployed to TF 714’s headquarters. Once deployed, they found a different kind of work environment from that at their home institution. Lieutenant General Flynn explained that they learned:
you’ve got voice [agency] … Everybody had a voice and so rank didn’t matter, age didn’t matter, what mattered was the value you added. Did you have value to provide, and if you did, provide it! You have a responsibility to do that. It’s not just the commander or the J2 or the J3, it’s everybody.\textsuperscript{101}

Lieutenant General Flynn gave two putative illustrations of how agency and empowerment manifested itself in junior personnel at the TF 714 headquarters. In the first, the joint operations center (JOC) scheduled night capture-kill operations to be executed in eight hours. In the interim, a junior interrogator happened to learn something during the interrogation of a prisoner captured on a similar mission the night before and realized “that’s going to impact tonight’s missions. So, he would step away from the interrogation and wouldn’t go back through a layered hierarchy to report what he learned, but would go straight to the officer running the JOC to explain we just learned this and we think it’s going to affect tonight’s operations.”\textsuperscript{102} In the second example, very proficient but junior analysts would be embedded to support elite Army units at their austere forward operating bases. With no bureaucratic layers between them, and in a context of interdependence, cooperation, and trust, the analysts “began to see their ability and effectiveness just go through the roof. Operations were exponentially improved by having this type of communications between operators and analysts working side-by-side in the field.”\textsuperscript{103}

A member of the JIATF who served at the working level in 2007-2009 gave the following description of how agency and empowerment manifested itself during his time:

[It was] the only organization I have ever been in where as long as you’re going toward mission accomplishment there was no fear of speaking out … In some organizations I’ve seen it be feared to do so especially if the leader was going to bleed you white if you said something he didn’t agree with. General McChrystal himself had a voracious thirst for knowledge. And if someone had a more accurate conception of what the truth was, what the right answer was, he would support him … it didn’t matter what rank they were. It could be an intel captain doing an update. [What was important was] creativity, imagination, and innovation.\textsuperscript{104}
Agency and empowerment were critical enablers if the JIATF was to prevail over what its leadership came to describe as a complex AQI challenge. Over the last two decades the difference between complicated and complex problems has received considerable attention, mainly in business and management studies.\textsuperscript{105} Gokce Sargut and Rita McGrath observed that coping with accelerating “levels of complexity” has posed an acute challenge for those “managing a business today.”

[Complexity] affects almost everything we touch: the products we design, the jobs we do, and the organizations we oversee. Most of this increase has resulted from the information technology revolution ... Systems that used to be separate are now interconnected and interdependent, which means that they are, by definition, more complex.\textsuperscript{106}

What the leadership of TF 714 discovered was that coping with complexity to remain competitive was not a challenge only facing the business and corporate world. It was equally true for military organizations engaged in modern irregular warfare.

**Complex Challenges**

Problem solving that advances adaptation in a complex environment warrants different leadership and managerial TTPs. This is because complex challenges “are far more difficult to manage than merely complicated ones,” explain Sargut and McGrath. “It is harder to predict what will happen, because complex systems interact in unexpected ways.”\textsuperscript{107} Complicated problems, on the other hand, noted Roberto Poli, “originate from causes that can be individually distinguished; they can be [broken down and] addressed piece-by-piece; for each input there is a proportionate output ... and the problems they present admit to [identifiable] solutions.”\textsuperscript{108}

David Snowden and Mary Boone have been in the forefront in differentiating how complicated domains or contexts diverge from complex ones, and in prescribing the methods and practices for managing each. They assert that executives who understand “which context they are in ... can not only make better decisions but also avoid the problems that arise when their preferred management style causes them to fail.”\textsuperscript{109}
Defining characteristics of complicated domains include “a clear relationship between cause and effect.” For leaders facing these challenges, a successful outcome is discernible through systematic investigation. However, attaining it “is not [necessarily] easy and often requires [outside] expertise … because a complicated context calls for investigating several options.” This can take time. But the right answer is knowable, as Poli noted above. An identifiable resolution can be attained for complicated problems. There is “one right answer.”

Complex challenges are different in degree and in kind. Three characteristics of complex challenges according to Sargut and McGrath, illuminate their distinctiveness: multiplicity, interdependence, and diversity. Complex domains have a much large number or multiplicity of “interacting elements.” And there are scores of connections and linkages among those elements fostering considerable interdependence. But those interactions are nonlinear, making the identification of enduring patterns unlikely. Finally, diversity is reflected in the high “degree of heterogeneity” among the elements that comprise a complex milieu.

Unlike complicated situations, the outcome for complex ones cannot be identified beforehand. That becomes known only in retrospect. Complexity does not lend itself to reductionism. The consequences of actions are not, in advance, comprehensible due to the number of nonlinear interactions taking place among its parts. Sargut and McGrath observe that “in a complex system, the same starting conditions can produce different outcomes, depending on the interactions of the elements in the system.”

In sum, leaders and managers faced with complex challenges have to think and act in ways that are different from the past, when they could assume an ordered universe. This is because an underlying characteristic of complexity is the presence of continuous change driven by innovative technologies. To be successful in a complex setting, firms have to develop the ability to transform themselves continuously, explains E.K. Weick, by embracing “ongoing accommodation, adaptation, and alterations,” to “produce fundamental change.” Snowden and Boone summarize the characteristics of complexity in Table 1.

AQI posed a complex challenge for TF 714. Understanding it, General McChrystal recalled, was “not an easy insight to come by. It was only … with considerable difficulty that we came to understand how the emerging networks of Islamist insurgents and terrorists were fundamentally different
from any enemy the United States has previously known or faced.”119 Those differences were most apparent, David Knoke observed, in AQI’s “organizational structures and strategies. In place of vertically integrated hierarchies, today’s Jihadis assemble in continually shifting networks.”120 Their organization did not mirror the hierarchical organizational structure depicted by Fayol. Their strategy was “to drive out foreign occupying forces by inflicting such high levels of injury and death that a democratic government would be forced to withdraw.”121 This was AQI’s method of fighting—a plethora of decentralized groupings that made effective use of information technologies to form into an array of dispersed networks able to conduct operations across Iraq. They became “the embodiment of netwar,” observed Martin Muckian.122

The concept of netwar was not new to SOF. It had appeared in the 1990s as an outgrowth of globalization, the information revolution, and emergence of networks. The impact of these developments proved to be far reaching. They gave power to a wide range of non-state actors who were gaining the capacity to challenge states in a number of ways to include warfare designated as netwar.

The term can be traced to John Arquilla and David Ronfeldt, who in the early 1990s proposed that future conflict would be waged through Internet-based modes of communications. The information age was “altering the nature of conflict” by “strengthening network forms of organization, often giving them an advantage over hierarchical forms. The rise of networks

---

**Complex Contexts Involve:**

- A large number of interacting elements.
- Nonlinear Interactions in which minor changes can produce disproportionately major consequences.
- A dynamic context in which solutions cannot be imposed but arise from the circumstances ... frequently referred to as emergence.
- Elements evolve with one another and with the environment. Evolution is irreversible.
- While a complex system may, in retrospect, be ordered and predictable, hindsight does not lead to foresight because the external conditions are changing.
- Unlike ordered systems, in complex ones the agents and the context constrain each, preventing the prediction of outcomes in advance.

Table 1. Complex contexts. Source: Author
means that power is migrating to societal-level non-state actors, because they are able to organize into sprawling multi-organizational networks … more readily than can hierarchical state actors.”

Netwar could be waged over various Internet-based configurations and those actors engaged in it were diverse. They included terrorist organizations, criminal syndicates, activist groups, and social movements, among other non-state actors identified by Arquilla and Ronfeldt in the 1990s. The following encapsulates how netwar was understood during its embryonic stage:

Netwar refers to an emerging mode of conflict (and crime) at societal levels, involving measures short of traditional war, in which the protagonists use network forms of organization and related doctrines, strategies, and technologies attuned to the information age. These protagonists are likely to consist of dispersed small groups who communicate, coordinate, and conduct their campaigns in an internetted manner, without a precise central command.

What TF 714 faced in Iraq in 2004 far surpassed these early iterations of netwar, General McChrystal explained:

We had studied terrorism and terrorist networks. So, it wasn’t this epiphany that this is different than what we thought … this is much bigger, this is much more dynamic, and more complex. It had much more speed and it was benefitting from a very different operating environment than we had anticipated … And that created the scope and complexity of the problem on a much greater scale than we had ever dealt with before or anticipated we would ever face.

What TF 714 encountered was an AQI that was evolving and transforming expeditiously, said Admiral McRaven. “It was a rapid evolution … The insurgents were building those networks very fast. They didn’t just come into Iraq with a perfect organization. They had to build it.”

However, as AQI unfolded and evolved in the fight against TF 714, its component parts, as depicted in Figure 3, morphed and transformed the shape of its networks. It emerged as a web of dispersed, dynamic, and interconnected networks, described by one observer as follows:

The insurgency was primarily made up of clandestine cellular networks, applying excellent tradecraft to remain hidden and to hide
the connections between the individuals in the movement. Thus, the unseen linkages that connected the distributed cells were the clandestine infrastructure (form), further protected by the clandestine arts (function), to minimize signature so that the clandestine cellular networks were not readily visible.\textsuperscript{128}

Clandestine insurgent infrastructures were not new. AQI’s underground networks carried out functions that were not dissimilar from its Cold War forerunners.\textsuperscript{129} The difference was the new “sanctuary” within which AQI was embedded and the speed with which it could execute distributed operations in Iraq. Lieutenant General Flynn explained the “global communications revolution” has provided AQI with:

\begin{quote}
a new complex terrain—an electronic sanctuary—in which actions can be hidden among the innumerable civilian signals that constitute daily cell phone and Internet traffic. It is from this new sanctuary that the enemy coordinates activities from dispersed networks in order to self-synchronize, pass information, and transfer funds. In this way, the insurgents have become ‘networked coalitions of the willing’ that come together temporarily and are thus difficult to observe and destroy. Drawing support from their networks, they remain low contrast until time to strike and then quickly blend back into the population.\textsuperscript{130}
\end{quote}

To defeat this complex web of networks, Lieutenant General Flynn told General McChrystal during an early 2004 visit to Iraq, TF 714 had to become more of an intelligence organization than an operations organization. Lieutenant General Flynn was in Iraq assessing the state of TF 714’s intelligence capacity in preparation for becoming the J2, chief of intelligence.
I said to Stan, “your intelligence operations are a small part of your organization and they need to be 80 percent of what you do as an organization. It needs to be the majority of what the task force does because frankly, what we were facing we don’t know squat about.” In those couple of weeks spent assessing TF 714 what I realized was that this organization was an exquisite capability but they didn’t have the intelligence that they needed. They weren’t even considering it to the degree that they should have.\(^{131}\)

In sum, an important learning point for TF 714 was the realization that to be an effective action arm of the JIATF, the operational units had to be coordinated with a robust intelligence capability composed of several of the three-letter agencies of the intelligence community. Actionable intelligence had to lead the way in the fight against AQI.
4. Information, Knowledge, and Intelligence Dominance

Business and management studies have found that successful learning organizations are able to identify the causes of their ineffectiveness by developing the means to secure information and knowledge about those shortcomings.\textsuperscript{132} For a military organization at war this is an essential capability. And this was true for TF 714, which was embroiled in a fight with a clandestine and networked enemy. Intelligence—information and knowledge—had to lead the way. Amassing and disseminating timely and accurate intelligence about AQI was the \textit{sine qua non} for success. The task force had to achieve what has been termed intelligence dominance.

Intelligence dominance has been an essential tool employed by a number of intelligence services to overcome the threats posed by contemporary armed groups. According to Roy Godson and his associates, achieving intelligence dominance means to develop “sufficient local knowledge to map the infrastructure of armed groups, and gather the evidence to arrest and/or neutralize the support structure and leadership of the groups.”\textsuperscript{133} A former senior member of Israel’s internal security agency, Shin Bet, described its importance as follows:

To defeat terrorists you must know everything about them. Everything! Who are their leaders and how do they plan and carry out operations? How are they organized and what methods are used for recruitment? What are their weaknesses and vulnerabilities … Without systematic knowledge of the enemy, operations to neutralize such unconventional adversaries are usually futile.\textsuperscript{134}

A former intelligence officer who worked against the IRA described the methods he used to collect such information as “complete block by block coverage—of each location out of which the terrorists operate.”\textsuperscript{135}

In 2004, TF 714 was nowhere close to having intelligence dominance. General McChrystal recalled that his organization was not exploiting the intelligence collected on operations. The process was defective. Across the task force, he explained, operations should have been conducted to collect and produce more and better intelligence on AQI’s networks. They should
have generated intelligence and that intelligence should have been the means for accelerating the tempo of operations.

We intuitively knew that the day we had that kind of knowledge on AQI we would win, it would be over. Because any time we knew where they were and who they were we could capture or kill them quickly. The challenge was to know enough to rapidly carry out operations that degraded AQI’s networks. It was this constant search for intelligence.136

This was not how task force intelligence functioned in 2004. Operators were collecting considerable intelligence as a byproduct of raids, but that intelligence was not being exploited to ramp up the pace of operations. “On each mission,” explained TF 714’s commander, operators “found documents and electronics, as well as people who knew names and plans that we wanted to know. But human error, insufficient technology, and organizational structures limited our ability to use that intelligence to mount the next raid.” Instead of exploiting it to achieve intelligence dominance, the teams “filled emptied sandbags, burlap sacks, or clear plastic trash bags with scooped-up piles of documents, CDs, computers, and cell phones, and then sent them down to our base in Baghdad. Detainees thought to be important made the trip with the bags.”137 Once the bags arrived they were placed in storage. General McChrystal found little to suggest that their contents were being methodically mined—intelligence was not leading the way. The CT task force focused on the standard find, fix, finish (F3) construct, explained Lieutenant General Flynn. That was the main effort. What was missing was attention to “track and assess” or “exploit and analyze.” After Lieutenant General Flynn got to the CT task force, he said, “F3 was where we were spending most of our time. I looked at that and I asked what are we doing in the areas of exploiting and analyzing? F3 is where 80 percent, probably more like 90 percent, of the attention of the task force was focused.”138 “The problem with that cycle [was] you never understand the scope of the network you were fighting,” Admiral McRaven added.

[A]s in years past, somebody like CIA would find the target, somebody like NSA would fix the target, they would give it to us to go finish the target. We’d hand what we collected on the mission back off to CIA or FBI to do the analysis of the captured materials. They’d
hand it to somebody else to do the dissemination and we’d just wait for the next target to come to us. 139

General McChrystal very early on recognized he had to “own it all.” He needed to “own find, fix, finish, exploit, analyze, and disseminate.” 140

But AQI posed a new, complex problem set enhanced by information age technology. To achieve intelligence dominance the JIATF had to develop a new approach. The task force, as matters stood, only excelled at the ‘finish’ part of the equation. ‘Finish’ was necessary but far from sufficient. The task force was pitted against a networked insurgency and that necessitated adoption of a new operational concept for attacking and degrading it. That concept was F3EAD.

To step up the operational tempo against AQI, the JIATF had to collect, analyze, and utilize intelligence collected on each operation. F3 had to be transformed into F3EAD. To accomplish that, said Lieutenant General Flynn, “the task force flipped the targeting process completely around.” Instead of 80 percent of the task force effort being focused on operations and 20 percent on intelligence, the opposite became the case. What this meant, he explained, was that “the days are gone where intelligence was a subordinate component of operations. Intelligence now was going to be the leading component.” 141

He argued that transforming F3 into F3EAD was essential:

if we were going to defeat this enemy. They had to have pressure applied to them constantly. And the only way to apply pressure constantly was to make them feel like they will never have a good night’s sleep. And that they would have to constantly be on the move … And that’s what we had to do. And that’s what our raids did, and that was across the board. 142

Find, Fix, Finish, Exploit, Analyze, Disseminate

By itself, the CT task force could not execute F3EAD. It did not have the intelligence capacity to do so. That necessitated an interagency collaborative effort. Therefore, achieving the buy-in of the three-letter intelligence agencies, as discussed earlier, was essential to achieve intelligence dominance. It was the indispensable prologue. Without it, the process of analyzing and exploiting intelligence collected on operations to foster more operations could never have achieved the tempo needed to degrade the insurgent
underground and networked apparatus. As a highly compartmented and semi-autonomous organization, TF 714 did not have the necessary intelligence capacity.

The JIATF brought together three critical ingredients—people, process, and systems—to employ F3EAD to achieve intelligence dominance. Charles Faint and Michael Harris describe it as a “system that allows Special Operations Forces (SOF) to anticipate and predict enemy operations, to identify, locate, and target enemy forces, and to perform intelligence exploitation and analysis of captured enemy personnel and materiel.”\(^{143}\)

The key to successful employment of F3EAD was speeding up turnaround time. “The goal of operations/intelligence fusion and of the rapid pace of the F3EAD process” was to enable the task force “to plan and execute operations against the enemy faster than the enemy could react” to those operations. It provided the way for the task force to get inside AQI’s networks to “simultaneously direct [multiple] operations against several parts of [it].”\(^{144}\) When done successfully, the reconfigured interagency JIATF dominated the operational tempo of the fight.

F3EAD transformed targeting. No longer was the focal point on seizing or destroying enemy personnel, equipment, and facilities. Rather, the main effort now concentrated on the intelligence elements of the process—exploit and analyze. This set in motion a continuous cycle, captured in Figure 4, which provided the JIATF with the capacity to dominate the operational speed of the battle with AQI.

![Figure 4. The F3EAD Process. Source: Joint Publication 3-05, Special Operations, page IV-1.](image-url)
F3EAD, as with its F3 predecessor, began with target selection. Targets were identified organically by personnel within the JIATF. Faint and Harris note that “the targeting start point can be deliberate or opportunity-based, and can focus on a known personality, a facility, an organization, or some other type of signature.”

But once identified, the JIATF could call on the full toolbox of intelligence capabilities its interagency partners brought to the table to locate and fix a target “in time and space.” And having representatives from the intelligence agencies deployed forward and present at TF 714’s headquarters increased the speed with which their capabilities could be brought to bear to track and frame a target’s pattern of life, physical movements, and connection within one or more AQI networks. Their presence also made it easier for the CT task force to have a reach back connection to draw on the capabilities of those agencies at their home headquarters. Through the JIATF, the CT task force could marshal the intelligence capabilities available to it from across the intelligence community, drawing on specific agencies to provide specific expertise to help fix a specific target.

At the center of the intelligence process was TF 714’s J2 Chief of Intelligence Lieutenant General Flynn. He explained that intelligence began with operators during a mission; they were “primary collectors. The convergence of intelligence and operations began with the operator not with the intelligence specialists in the task force. Operators had to accept the fact that they were going to have to do things differently,” and that their operations had more in common with techniques used by “the law enforcement community.” For example, they had to collect details on the detainees from a mission at the site of the raid. Lieutenant General Flynn gave the example of “pocket litter.”

In the past, three guys would be captured on a mission and a bag of items collected. A bag of stuff would be captured, and we might ask the operators, where did you get this particular item? And they would say … we don’t remember. We wanted to know whose pocket it was in, who was in possession of it. This kind of detail was important because we found over time that guys who were holding documents were not actually the guys we wanted. It was somebody else who was in the room. And that somebody else would play dumb. Because
they knew we didn’t always keep everybody detained. So we needed to know that kind of detail.\textsuperscript{148}

This could lead to an interrogation that revealed information on another target in the same neighborhood where the initial operation took place.

Other items in that bag, such as laptops and cell phones, likewise could quickly identify other members of an AQI network, resulting in new targets. General McChrystal described how these were mined at TF 714 headquarters by intelligence specialists from those three-letter agencies.

We went from … bags of captured items sitting there and we’ll read them when we get time, which was weeks later, to all these analysts sitting in a series of rooms. And this room was the cell phone room. Detainee phones were taken there immediately after a raid and they had these machines that as soon as we capture someone with a phone, we hook the phone up and we have computers that suck the guts out of the phone, they see who he’s called … who he’s talked to. Has anybody else that we captured talked to these people?

Triangulating this was the beginning of the uncovering of a network of new targets. A similar capability existed at TF 714 headquarters for captured computers, he explained. “Specialists laid everything out in the computer room … they start triangulating what they found, they start translating it … they’re doing a scan for information which we could use for target identification and simultaneously … we’re pumping it back to the CIA, to the NSA.”\textsuperscript{149}

Targets generated by this process could be immediately “fixed” by the J2 employing what Lieutenant General Flynn described as “a robust all-source intelligence network” that could call on airborne intelligence, surveillance, and reconnaissance (ISR) in conjunction with human intelligence (HUMINT), signals intelligence (SIGINT), and detainee intelligence, to track a target continuously.\textsuperscript{150} Against an enemy embedded in both the population and on the Internet, it:

took multiple sources of intelligence to corroborate one another. SIGINT, for example, can locate a target but may not be able to discern who it is. FMV [full motion video] can track movements but not necessarily identify the targets intentions. HUMINT can provide intent but may not be able to fix a target in a precise location. However, these intelligence disciplines and others working together
are able to focus the spotlight on low-contrast foes, so they can be captured or killed.\textsuperscript{151}

What these intelligence capabilities permitted the members of the JIATF to do was to develop the ‘pattern of life’ for a member of AQI and then to map out his place in an AQI network. In effect, they could put the target under a multidimensional stakeout. And all the intelligence that was gathered could be fed into the exploit and analyze part of the F3EAD cycle. Having these capabilities forward at the headquarters was essential for speeding up turn-around time to achieve the operational tempo needed to degrade the insurgent network. Lieutenant General Flynn gave the following example of how the system worked when processing a captured insurgent from a night raid:

What exploit meant was to know what it was that you were going after and what you were looking for. You could already have intelligence that you collected from previous operations. For example, our interrogators would go into an interrogation looking for something in particular. We might be going after a particular individual and we find out that the just captured detainee knew him, was in contact with him, and could know his location. How did we know this? Here is an example I remember. At 2200 one night we do a download on the phone of a just captured detainee, and we have the technology in place because technology was never the problem. So, we would process it immediately. Here are his contacts. We do a quick contacts check, and that’s all done internally. We didn’t have to go back to big NSA, all is being done internally. And we find out here is a number that’s associated with an insurgent we are looking for. That information from the analyst is provided in real time to the interrogator who would go back into the interrogation booth and bring the guy back in to the booth and ask about this guy and about his location. This led to a new target that we put ISR collection on. This is all happening in a span of 3 or 4 hours. Now we know the house, we have a phone number that’s associated with it, and we have the site under observation. If the phone rings, we can listen in. If the target leaves the house we can follow him. And as we are doing this, a team is preparing to carry out a raid on the house and capture the target. It is still the same night. To me this is revolutionary; it is an RMA, a revolution in military affairs.\textsuperscript{152}
The example illustrates the speed of the F3EAD cycle with respect to one night. The faster TF 714 could move through the cycle, the faster its operational tempo. General McChrystal explained:

the great change for the task force was in taking this process and basically bending it into a seamless, repeating circle. We made it a circle but then we also made it possible that you could go to here in the cycle and then go to there within it. You didn’t have to go slavishly through every step of the cycle. The idea was it was an interconnected system.153

A member of the CT task force in Iraq described the F3EAD process as making TF 714:

more agile, responsive, and speedy. We could capture, kill, exploit, develop, and disseminate intelligence within a 24-hour cycle, and in one period of darkness we would sequentially execute up to eight to 12 missions. And some of those missions are on the same night, exploiting intelligence captured that night. We could do that because of all the interagency representatives. They all brought something. NSA brings their signal capacity, DIA and CIA bring in their analytical capacity, FBI helps with forensics … We tracked targets with all the tools of intelligence.154

F3EAD achieved intelligence dominance against a modern, networked armed group. However, what this intelligence process could not produce was a grand organizational design of all of al-Qaeda’s different elements in Iraq. There was no such fixed structure that the F3EAD process could discern. AQI was a complex system comprising a large number of interconnecting networks, as illustrated in Figure 4, which were always adapting and changing. It was not an ordered system. The F3EAD process allowed TF 714 to get inside an AQI sub-network to reveal particular nodes and the interrelationship between them. It could expose an operational unit or an IED production and distribution facility or a financier group. And once inside the task force could distinguish central and peripheral figures, patterns of behavior, and clusters and groupings of nodes in order to disrupt and degrade that part of AQI’s system. Do this fast enough, hit many targets rapidly every night, and the task force would outpace AQI’s capacity to adapt and renew itself.
At first, explained retired U.S. Air Force Lieutenant General Eric Fiel, “we would not know what a particular element of AQI looked like. All we knew was that a certain geographic location was experiencing a high level of insurgent activity. An initial raid could give the task force pieces of information about it.” It all began with a piece of intelligence from a phone, computer, or detainee interrogation gathered on a night raid. In that data the analysts were looking for a number of things. First, for contacts—who is talking to whom? Second, information found on phones and computers was used to press detainees to outline his network grouping. Who comprised it and what did it do? Third, based on that intelligence, analysts begin to put together the outline of a sub-network for one part of AQI in one part of Iraq. They figured out where it was located, who populated it, what the communication patterns looked like, who was in charge, and what they were planning to do.

All of this intelligence, collected and exploited in a very short period of time, was triangulated with information already in data management systems. This allowed the analysts to fill out a diagram of an AQI sub-network in a particular part of Iraq. The schema that emerged was not orderly and hierarchical. Rather, it seemed chaotic, disorganized, and dispersed. They had no single operation center. But it was effective. Those who comprised it used technology competently, they had military skills, and they were adaptive. The picture that emerged was of a complex, adapting system. There were critical nodes within the network that could be attacked to disrupt and degrade it once the task force was able to operate inside. General McChrystal summarized the process as follows: “The way we dealt with a particular part of their network once we identified it was to dominate its operational tempo, to pummel it constantly through raids against it, to drive it down and make it collapse in upon itself.”
5. Augmenting the JIATF

Learning organizations create innovative procedures and mechanisms that foster cross-organization ties, cross-fertilization of new ideas, and dissemination of new knowledge to respond to complex challenges. The JIATF established a networked operating system based on cooperation, trust, and interdependence among its members. Moreover, several innovative procedures and mechanisms were adopted at the TF 714 headquarters to augment the JIATF’s operating system. Each helped foster an environment that generated real time interaction and problem solving across the CT task force to exponentially increase operational tempo. These innovations enhanced the capacity of the JIATF to act decisively, with speed and precision, to maneuver inside AQI’s networks fast enough to seriously degrade them from inside out. Below, several of these innovations are highlighted beginning with the physical layout of the headquarters.

Open Spaces and Unrestricted Workspace

Given the JIATF’s essential preconditions of cooperation and interdependence, the command center could not take the form of a standard military headquarters, divided into offices that were segmented into cubicles with little common space and security restrictions on movement. The TF 714 headquarters was its antithesis, dominated by a large open space without cubicles, compartments, or limits on movement within it. It was an unrestricted, organic workspace whose aim was to facilitate the free flow of information and ideas through collaboration and interaction. At the front was a large U-shaped set of tables where General McChrystal, his component commanders, and senior interagency representatives sat. This allowed them to communicate easily with each other as well as with all of those seated outward from them. The rest of the space was filled with a plethora of tables and chairs for all of the working level personnel assigned to the headquarters from the various interagency components of the JIATF.

General McChrystal provided the following description of the layout:

Our personnel were placed strategically throughout the space, depending on their function—those with access to real-time
information critical to ongoing operations were closer to the center of the room, those with longer term focus were on the fringes.

But they were not cordoned off from one another. Rather, any of them could walk freely across the room for quick face-to-face interaction. And with the touch of a button on a microphone, everyone’s attention could be captured simultaneously … almost any document or issue relevant to our operations, many of them very sensitive, could be discussed and debated on the open floor.

This was an unprecedented adaptation for a military organization, but it was essential if the JIATF was to foster transparency throughout the force and with partners, providing every component on the task force with an unobstructed, constantly up-to-date view of the rest of the organization. It was the type of transparency that those of us raised in the comfort of bureaucratic silos found uncomfortable. But it was absolutely critical to our ability to coalesce and succeed as a team of teams … We normalized information sharing and interdependency among people [and agencies] use to the opposite.157

The Daily Operations and Intelligence Briefing

A second innovation enabling the evolution of the JIATF into a networked operating system that normalized information sharing and interdependency was reflected in the protocol for conducting the daily operations and intelligence briefing (O&I). Attendance was open to everyone assigned to TF 714 headquarters, regardless of rank or position. Each session began at 4 p.m. Iraq time and ran for 90 minutes or longer. It started with up-to-the-minute details and appraisals of the raids conducted the night before and of the intelligence collected on those operations. This included a delineation of key intelligence insights deduced from those missions and what that information and knowledge contributed to furthering understanding of the makeup and inner workings of specific AQI networks.

The daily O&I also reported on and discussed missions planned for later that night. “These briefings were interactive, information sharing, and
problem solving exercises,” said Lieutenant General Sacolick, at the time commander of one of the TF 714 Army units.\textsuperscript{158}

If you had something to say, you could weigh in and comment on what was being discussed that day about operations from the previous day or about different methods that were used as part of operations … [The] organization was challengeable. To win you had to be adapting to this adapting enemy.\textsuperscript{159}

**Video Teleconference: A Vehicle for Intelligence Sharing**

The JIATF transmitted the daily O\&I brief out from TF 714 headquarters by video teleconference (VTC) to 20-30 operational detachments and intelligence units affiliated with TF 714 located across Iraq.\textsuperscript{160} It was also transmitted to other units of U.S. CT forces fighting elsewhere in the Levant, Maghreb, and beyond. Finally, the home headquarters in Washington, DC, and other regional posts for each of the JIATFs intelligence community partners with personnel at the TF 714 headquarters could also take part in the daily O\&I brief.

To be able to do this, noted Admiral McRaven, it “was necessary to overcome a VTC architecture that was not built for this kind of undertaking and kept crashing.” The CT task force had to “make the investment to get the old technology changed out and to build a whole new network that created a 90 percent reliability on the VTC.”\textsuperscript{161} As a result, the attendance grew to “7,000 almost daily … [T]he information that was shared in the O\&I was so rich, so timely, and so pertinent to the fight in Iraq and beyond, no one wanted to miss it.”\textsuperscript{162} Information and knowledge learned about AQI was often highly valuable to others fighting al-Qaeda elsewhere and vice versa.

The JIATF made use of VTC technologies in other ways as well. For example, Lieutenant General Flynn stated:

> cameras were placed in special rooms at the task force headquarters where intelligence exploitation teams worked examining and assessing items captured on raids only a few hours earlier. As they poured over those materials, intelligence specialists at CIA in Langley [Virginia], for example, through video links, took part in that exploitation process in real time.\textsuperscript{163}
VTCs were also used to elicit help with problems TF 714 faced in Iraq, the TF 714 J2 pointed out. It might be explained in a VTC session that:

we thought we needed some help with something and we might ask NSA specialists linked in through VTC ‘do you think you guys can do this for us?’ And their answer would come back right then and there. They would answer the question right there ... In the early days they usually would say I have to go back and ask their higher officials. But as time went on they would immediately say ‘we can do that.’164

These information technologies provided “a great deal more knowledge, a great deal more information, and a great deal more speed,” a former analyst summarized. This was “the essence of the JIATF network. Connectivity made it work and having a shared understanding of the enemy and the environment and how it was changing were crucial facets of how we built an industrial strength CT capability.”165

**Airborne Stakeouts: Intelligence, Surveillance and Reconnaissance**

Other technologies likewise made significant contributions to the effectiveness of TF 714. Of these, Lieutenant General Flynn and General McChrystal singled out ISR, which is defined as “an activity that synchronizes and integrates the planning and operation of sensors, assets, and processing, exploitation, and dissemination systems in direct support of operations.”166 According to Lieutenant General Flynn, against a dispersed enemy like AQI, the ability to amass airborne ISR provided the task force with “long dwell-time [and] persistent surveillance directed against known and suspected terrorist sites or individuals.” The goal was “to apply multi-sensor observation 24/7 to achieve a greater understanding of how the enemy’s network operates by building a pattern-of-life analysis.”167

In Iraq, this resulted in hundreds of successful raids because airborne ISR provided the technical means to become “intimately familiar with a target’s habits and characteristics to the degree that they could easily recognize something unusual and in some cases even detect a visual signature of how the target walked, traveled in groups, or engaged other people.”168 ISR was a tremendous force multiplier. General McChrystal recalled that, “at one point
I went to General [George] Casey [Multi-National Force–Iraq] and I said if you double the amount of ISR we have I’ll more than double the number of targets we can hit. Guaranteed! He did, and we did. We tripled the output.”

ISR was particularly crucial in the fix phase of the F3EAD targeting process, noted Lieutenant General Sacolick, because of the intelligence it could generate. Fixing a particular target was akin to a police stakeout. But it was much more dynamic because of all the special intelligence tools that TF 714 could bring to bear in watching and listening in on a particular AQI member or facility for an extended period of time. And, when able to do so, Faint and Harris add, the task force employed the “practice of ‘federating’ or spreading the intelligence effort [the stakeout] amongst multiple intelligence agencies.” The reason for doing so was to enable the task force to fully exploit the intelligence collection process during the fix phase by reaching back to specific members of the intelligence community, and even particular individuals in those agencies, to engage them in the operation in real time. This would allow the CT task force to fully exploit the individual or facility under observation before proceeding to the finish stage. By reaching back and bringing these actors into the process, the fix phase could be fine-tuned to generate new knowledge, and intelligence might be gleaned on a particular part of AQI, resulting in additional targets.

Analytic Toolbox: Operating Inside AQI Networks

ISR also provided important intelligence that was needed to exploit AQI’s increasing use of modern communications devices, General McChrystal added. Once under video surveillance, a target’s cell phone and computer could likewise be monitored from airborne ISR platforms through SIGINT collection [signals intelligence], revealing the identities, locations, and activities of other potentially key mid-level commanders and managers of AQI’s networks. The JIATF also had available a close-in, on-the-ground SIGINT capability it could deploy to monitor a target’s cell phone usage. Once this intelligence was collected and processed it was fed into databases in which the JIATF employed an analytic toolbox of innovative methods to search for linkages and relationships among widely dispersed members of al-Qaeda’s networks in Iraq. Within the F3EAD process, the exploit phase involved an array of specialists at TF 714 headquarters who identified and triangulated important pieces of intelligence about AQI personnel and activities gathered
through ISR, as well as found in all of those communications devices, documents, and other materials collected by task force teams during night raids. Sometimes what they found clearly identified a new target that could be quickly fixed in time and space by all the intelligence capabilities available to the JIATF.

But when this was not the case, the intelligence was then integrated into large data management systems for deeper network exploitation using various analytic tools. According to Admiral McRaven, “a great deal of money was allocated for these systems. Every bit of intelligence collected was coded and put into them.” It all was digitized and made available to U.S.-based analysts at CIA, NSA, DIA, and other intelligence agencies. They received direct access to it.

Social network analysis tools and methods allowed task force specialists, as well as their counterparts in the intelligence community,

    to identify and portray the details of a network’s structure. It shows how an insurgency’s networked organization behaves and how that connectivity affects its behavior. Social network analysis allowed analysts to assess a network’s design, how its member may or may not act autonomously, where the leadership resides or how it is distributed among members.

This understanding is then placed on a network graph which lets the analyst identify more important individual actors or nodes and the connections or links between them. Based on this knowledge, “organizational-level analysis provided insights about the insurgent organization’s form, efficiency, and cohesion,” while “individual-level analysis characterizes every member of an organization and identifies … key individuals from a large mass of data.”

Through an examination of the nodes that connected AQI sub-networks, JIATF analysts were able to get inside its clandestine apparatus. In doing so, it could concentrate targeting on a network’s mid-level commanders and the managers of its financial units, communications and media centers, intelligence services, bomb and IED production facilities, and arms acquisition systems. They were AQI’s center of gravity, as General McChrystal explained: by degrading “the middle of the network … you caused the network to collapse in on itself.” Consequently, that is where TF 714 targeting eventually focused.
However, this initially was not the case, he noted. At first, “we started the war thinking ‘Mr. Big’ was the answer. And it was a great temptation to think if we can remove Mr. Big that will do it.” However, eliminating Zarqawi had little impact on AQI’s operational tempo. Against complex, decentralized, networked enemies, old theories focused on HVTs or ‘Mr. Big’ no longer were the answer, as was noted earlier. Consequently, General McChrystal refocused on “those doing the work. Those who directed operations, managed communications, those who made AQI’s networks function … I described them as the guts of AQI. I said we will claw the guts out of AQI and it will collapse.”178 To do so, this analytic toolbox played an important part.

Detainees and Interrogation

The detention and interrogation of captured members of al-Qaeda following 9/11 generated tremendous controversy because of the use of coercive methods employed by the CIA to extract intelligence. With the release in December 2014 by the Senate Select Committee on Intelligence (SSCI) of its “Study of the CIA’s Detention and Interrogation Program,” the controversy reached a new level of intensity. Senator Diane Feinstein, chair of the SSCI, went so far as to characterize the program as “a stain on our values and our history.”179

Interestingly, the task force approach to interrogating all those AQI members captured on raids did not rely on such coercive methods. Many of those operatives captured nightly had extensive knowledge of a particular function or aspect of the AQI network in which they were situated and that information often generated new targeting options. The challenge was to get the detainee to ‘spill the beans.’

If this was to take place, CT task force interrogators concluded, an interdependent relationship between interrogators and intelligence analysts was essential. The knowledge exploited by analysts from the intelligence collected by ISR and HUMINT, and extracted from all those devices and documents gathered up on TF 714 raids and utilized to identify the nodes and links in AQI networks was also vital to how interrogators conducted the questioning of detainees. All of this information could greatly empower the interrogator.

The goal, explained Lieutenant General Flynn, was that as an interrogator, “I wanted to know more about that guy being interrogated by me than he knew about himself. And that was our goal. In fact, that was one of our...
stated goals for our interrogation officers. I want the detainee to think that I know more about him than he knows about himself.”\textsuperscript{180} The master Israeli interrogator, Michael Koubi, described this as convincing detainees that “they cannot hide anything from you … You have to learn everything about his background. You have to know about his family, his wife, his children, his friends, and his neighborhood.” With such knowledge, he concluded, “people who talk tough in public often submit in interrogation.”\textsuperscript{181}

JIATF interrogators could rely on subtle and clever methods because they had information dominance over detainees. “It became this machine,” said General McChrystal. “When we started, we had, I don’t know, 10 people handling the detainees. By the time this was cranking, in this facility at our headquarters, the task force had approximately 300 personnel working in there focused on detainees.”\textsuperscript{182} These included analysts, who often were part of interrogations.

This approach of integrating analysts into the interrogation process has been employed by other intelligence services operating against armed groups. Here is how a highly experienced Israeli intelligence analyst described how she interacted on a daily basis with her case officer counterparts.

[S]he could request that a specific suspect be detained for interrogation if, based on other sources, she knew he was potentially a valuable source for a critical piece of information. She could request the interrogation take place quickly, especially if the intelligence sought was perishable. She could provide a local interrogator with specific questions and detailed knowledge that he could use in interviewing the suspect.\textsuperscript{183}

And she even could listen into the actual interrogation and “say to the case officer, ‘Ask him about this …’ or ‘Get him to clarify that …’ By being able to do so, I could get the specific details I needed to guide the police and military commanders.”\textsuperscript{184}

These approaches developed by other intelligence services to integrate intelligence analysts into the interrogation process were fully employed by the task force at TF 714 headquarters. Admiral McRaven deemed that these methods were so successful that detainees became “the single best source of knowledge and information on AQI and greatly facilitated the targeting process. Amazingly, the detainees would tell you literally everything they knew about their place in the network. And you did not have to use force
to get them to do so.” Matthew Alexander, one of those skilled task force interrogators, provides numerous illustrations of how this process worked in his book. The end result was that intelligence gained from a detainee one night could generate one or more targets for the next night. It was yet another innovation that contributed to the transformation of TF 714 into an industrial-strength CT machine.

**Liaison Officers**

The final innovation highlighted here was the use of liaison officers, or LNOs, by the TF 714 to generate trust and strengthen ties with a wide array of partner agencies and organizations that were tasked with managing different aspects of al-Qaeda’s global franchises, activities, and operations beyond Iraq. The role of LNOs was to facilitate effective working relationships with this larger U.S. Government CT network. The mission of the LNOs, General McChrystal writes, was to foster a reciprocal rapport in which each partner agency shared and benefited. “We hoped that if the liaisons we sent contributed real value to our partners’ operations, it would lay a foundation for the trusting relationships we needed to develop between the nodes of our network.”

LNOs were necessary, the TF 714 leadership had concluded, because AQI did not exist in a vacuum. It was part of a Jihadi global apparatus of al-Qaeda associates and affiliates. Consequently, the sharing of information and knowledge was essential. The value of the intelligence the task force could provide to other parts of the U.S. Government was apparent by the attendance at the previously discussed daily O&I briefings. Individuals from across the U.S. CT network concerned with AQI’s global activities sat in each day through VTC because the information that was shared during the O&I session was so rich and timely, and often quite pertinent to the fight beyond Iraq. And the JIATF had much more to share than just what was provided in the daily briefings. All of the intelligence derived from the exploitation of the locations of night raids plus the detainee debriefings was fed into databases the JIATF shared with others working against al-Qaeda.

By assigning LNOs to facilitate the sharing of this new knowledge and information, the goal was to contribute valuable intelligence to their partners’ operations. In return, TF 714’s commander hoped they would reciprocate because “we wanted to get a better sense of how the war looked from
our partners’ perspectives to enhance our understanding of the fight. We saw our piece of AQI up close and daily, but we knew that they were part of a larger, global system of finance, weapons, and ideology about which other people [and agencies] knew more than we did." 188

To enable this process of reciprocal sharing, the LNOs were handpicked, according to Admiral McRaven. They were “always high performers,” because each was expected to breakdown bureaucratic walls and build relationships between their assigned location and the task force. Therefore, “they had to have a proven record of exceptional success in previous assignments. Task force LNO assignments were seen as critical and you picked from among your best for those positions.” 189 For Lieutenant General Flynn, the LNOs were “transformational.” The goal was for “those liaison officers to transform the State Department’s view, primarily CIA’s view, the country team’s view” of their relationship with the task force. The LNOs:

had to be incredibly mature, they had to become a trusted member of that country team, they spoke directly for the task force commander so they didn’t work for the staff’s chief of operations (G3) ... The ambassador knew if [he] needed to make sure McChrystal knows this, that the LNO would get that information to McChrystal. They didn’t have to go through three layers. Most LNOs in the military have that problem. They work for some G3 ops chief … At one time there was 84 LNOs. And they were part of the organizational construct. They had to be transformational and not transactional. LNOs of the past are transactional. Give me some information I give it back to you. Transformational means they’re going to transform how you support me and how we support you. That was much different thinking and that was the idea that we wanted in all the LNOs. 190

The CT task force had first transformed from a highly compartmented, semi-autonomous organization into a joint interagency task force, and then, through the LNOs, had transformed again into a globally interconnected network of U.S. Government agencies tasked with CT missions. To achieve this level of cooperation, the LNOs had to mediate and build trust and cooperation in bureaucratic environments that not infrequently were hostile to such interlopers. This was yet another innovation that augmented the TF 714’s operating system, contributing to the exponential increase in operational tempo.
6. Leadership Evolution: Nurturing Learning, Adaptation, and Change

Organizational experts argue that in today’s complex, interdependent, and fast-changing environment, leaders can no longer assume that only from the top can a crisis in operational performance be understood and turned around. Instead, today’s leaders are called on to decentralize authority in order to nurture initiative by subordinates at the operating level. They must empower members of their organization through a leadership approach that nurtures collective learning, adaptation, and change. To this end, Snowden and Boone maintain that:

In the complex environment of the current business world, leaders often will be called upon to act against their instincts. They will need to know when to share power and when to wield it alone, when to look to the wisdom of the group and when to take their own counsel. A deep understanding of context, the ability to embrace complexity and paradox, and a willingness to flexibly change leadership style will be required for leaders who want to make things happen in a time of increasing uncertainty.\(^{191}\)

What Snowden and Boone found to be true for conducting business in today’s complex world was also found by the leadership of TF 714 to be equally true for the conduct of war. What this meant was that in order to increase operational tempo to overwhelm AQI, decision making had to be decentralized. Those down the chain of command had to be empowered, and the leadership of TF 714 had to learn to, in the words of Snowden and Boone, “act against their instincts.”\(^{192}\)

With the establishment of the JIATF and its maturation through the transformative steps explained above, the stage was set for a showdown with AQI. But in order to reach the operational tempo needed to prevail, yet another hurdle had to be overcome—the problem of what Lieutenant General Sacolick characterized as “blinks” in the F3EAD cycle.\(^{193}\) A blink was a bottleneck that slowed the cycle down. The more blinks, the slower the process, the fewer the raids against AQI’s network General McChrystal explained:
When we first started, those five steps were performed by different parts of our organization or different security agencies. And as a consequence, each time you passed information from one to another, it would be like a game of telephone, so that by the time information got to the end, it would be not only slow but also corrupted. We learned we had to reduce the number of steps [and time] in the process. 194

To gain a better understanding of this problem, Lieutenant General Sacolick conducted a deep scrutiny of the cycle and discovered “that between each of the F3EAD elements there [could be] an unintended pause or ‘blink’ that resulted all too often in a missed opportunity to hit a target.” If you could “remove the blinks from the process,” said the commander of an Army unit of TF 714, the result would be a “dramatic increase in operational speed that the enemy could neither understand nor counter.” 195

Lieutenant General Sacolick added there were different sources of blinks. Early on, many were due to a lack of trust and cultural barriers among the agencies that comprised the JIATF. Although it took time to establish interdependence and cooperation, these blinks were reduced considerably as the JIATF took root. Technology shortfalls could likewise slow down the cycle, as Admiral McRaven noted above. However, these too were reduced over time. The final source of blinks identified by Lieutenant General Sacolick was the command system. The more decisions had to be made at the top, he noted, the slower was TF 714’s operational tempo. The more traditional the command and control process, the slower the cycle moved, and the stronger AQI remained. 196

To overcome this last source of blinks—bottlenecks caused by the chain of command hierarchy—would necessitate a change in the traditional approach to leadership exercised by military organizations, even special ones like TF 714. Blinks in the command and control system could be removed, but that meant empowering the rank and file by delegating authority downward. Operational decision making would have to be decentralized and pushed downward if the number of raids were to be accelerated. Waiting for General McChrystal and the senior leadership of the task force to make the call on missions would only delay TF 714’s capacity to win the fight against AQI.

Empowerment of those at the operational level of the task force was necessary to accelerate the rate at which raids were carried out, explained General
Joseph Votel, who replaced Admiral McRaven as TF 714 commander. To do so meant decentralizing authority and decision making. Within the parameters set as the task force commander, “lieutenant colonels and colonels leading raiding teams in the field had a great deal of decision making authority to select and hit targets. There were standards that had to be met, but within them they made the call.” This ran counter to the traditional conception of the military chain of command. It required that senior officers let go of authority. And, General Votel added, it meant that the task force commanding general “had to be willing to accept risks, give up control, and trust those they were empowering.” Only in this way could the task force speed up the operational tempo from 15-20 to 300 raids a month.

To accomplish this, writes General McChrystal, traditional leadership models were turned on their heads. In those approaches, subordinates provide information and leaders [make use of it to] disseminate commands. We reversed it. We had our leaders provide information so that their subordinates, armed with [knowledge about the] context, understanding and connectivity, could take their own entrepreneurial, empowered initiative. This was a very different approach. Now, those “individuals and teams closest to the [fight], armed with unprecedented levels of insights derived from across the [JIATF] network, offered the best ability to decide and act decisively.”

As a result of this transformation, task force commanders became enablers rather than “hands-on leaders whose personal competence and force of will dominated battlefields and boardrooms for generations.” To defeat the AQI network, the JIATF chief concluded that “the temptation to lead as a chess master, controlling each move of the organization” had to be eschewed. Rather, he and his cohorts became “eyes-on, hands-off enablers” that facilitated a milieu in which those down the chain of command took the initiative.

They did not have to look over their shoulders wondering am I doing it the way Stan McChrystal said it should be done or thought it should be done. And that opened up for people a sense of freedom which had a lot to do with this change in leadership. They are not looking over their shoulder wondering what does the old man want
done. The old man wants to win. That’s it, and so a lot of them were ready to do it, to take the lead, particularly in the specialized units.202

The impact on F3EAD operational tempo was remarkable recounted General McChrystal in a *Foreign Affairs* interview:

In 2003, in many cases we’d go after someone, we might locate them and capture or kill them, and it would be weeks until we took the intelligence we learned from that and were able to turn it into another operation. Within about two years, we could turn that cycle three times in a night. We could capture someone, gain intelligence from the experience, go after someone else, and do three of those in a row; the second two involving people we didn’t even know existed at the beginning of the night. In August 2004, in all of Iraq, our task force did 18 raids. And we thought that was breakneck speed. I mean, we really thought we had the pedal to the metal … Two years later, in August 2006 we were up to 300 raids a month—ten a night. This meant [our] network now had to operate at a speed that was not even considered before, not in our wildest dreams.203

The only way this could be achieved, he added, was by changing the TF 714 command and control process. “It had to have decentralized decision-making, because you can’t centralize ten raids a night. You have to understand them all, but you have to allow your subordinate elements to operate very quickly.” They had to be able to “understand who or what is a target, locate it, capture or kill it, take what intelligence you can from people or equipment or documents, analyze that, and then you go back and do the cycle again, smarter.”204

Finding such leaders for TF 714 took careful consideration. “You have to handpick the leaders,” Admiral McRaven explained when describing how each was selected. “The fact of the matter is we handpicked them because they’re the right ones to lead. And you also have to handpick those that are below because the team of teams is not just about the task force commander … Will those leaders work well together, because that was also a key piece.”205
7. Nonstop Learning and Adaptation

In the past, a breakdown in an organization’s operational practice was resolved by making changes in SOP. Recall what Downie proposed: organizations could “either learn and change their doctrine, norms, and standard operating procedures [SOP] to act on learning or [they could] disregard that information and retain existing doctrine, norms, and standard operating procedures.” The institutional learning cycle proposed by Downie assumed that there are identifiable changes in standard operating procedures that can resolve an organization’s crisis in practice. March and Levitt explained that once identified, new routines capture these learning experiences and embed them into the organization’s SOPs to “guide behavior.”

The underlying assumption is that a SOP end state—a set of conditions that will produce a desired outcome, in this case a solution to performance shortfalls—can be identified. In other words, it is possible to pinpoint changes in SOPs that will resolve performance shortfalls. And once identified, learning organizations can institutionalize those changes in “organizational memory … which can be consulted, retrieved, and utilized.” Those changes will bring efficiency and stability back to organizational practice.

However, to manage complex challenges like those that were posed by AQI, changes in SOPs may have only a momentary or short-lived applicability. This is because, as Sargut and McGrath explained, organizations managing complex challenges must be “designed to continuously adjust.” Consequently, the relationships among network nodes cannot be “reduced to clear predictable interactions. It’s not possible to understand complex systems in this way, because all the elements are interacting continuously and unpredictably.”

What this meant for TF 714, General McChrystal makes clear, was that there could be no rigidity in operating procedures.

You do have to have certain SOPs but they have to be understood as very fluid and flexible. And they may have to be able to change every day. There may be some SOPs that don’t have to change. But each should be viewed as only good until it’s no longer effective. In which case the day it doesn’t work we have to look at it and decide whether that is a temporary problem or do we need to change it.
General Votel gave two examples of SOP fluidity and adaptation. The first had to do with the standard way a raiding team entered a building, which was to bust in fast and go hard to find the AQI target. This method had been the SOP for entering a target for some time. But it was generating a great deal of public criticism by those present at target sites as extremely abusive behavior. General Votel explained that it had to be changed because of this, even though it gave up surprise. The new method adopted was to “call out the name of the target before entering to give him the opportunity to surrender.” The second was to change to daylight operations. The modus operandi of the SOF units had always been to strike at night because they owned the night. But as AQI found ways of offsetting that advantage, TF 714 went to daytime missions.\(^\text{211}\)

Given that AQI frequently changed its networked shape, was composed of an interdependent, dense, and unpredictable tangle of nodes, and operated in an environment that extended across Iraq, SOP flexibility and adaptability at all levels of the task force was essential. And it had to be able to take place at the lower levels of the organization. The context in Iraq did not lend itself, explained the chief of TF 714, to the application of rigid SOPs and operational planning based on predictable outcomes. Rather, resilience and flexibility on the part of task force operating procedures was essential. To confront a protean and constantly changing enemy, SOPs had to be adaptable and changeable to be relevant. In other words, there was no SOP end state.

To make the task force comfortable with the proposition that newly adopted SOPs were subject to change due to the unpredictability of AQI was not easy, Admiral McRaven asserted. “A lot of people had trouble with that” because they “wanted clarity.”\(^\text{212}\) The challenge was to take the adaptive attributes of the TF 714 members and to scale that up to instill those qualities at the broader organizational level.
A situation report of U.S. prospects in Iraq as 2006 devolved from the spring into the early fall would have had the following ominous bottom line assessment: surging violence and grim prognoses. To be sure, such a forecast could have been deduced from the escalating significant acts of violence reported in the Department of Defense’s Weekly Security Incidents summary. By September 2006 those totals had risen well above 1,400, nearly double from the previous summer.213 And by the summer of 2007, significant acts of violence peaked at nearly 1,600 incidents weekly.214 Enemy violence was skyrocketing, while almost every prediction of any possibility of U.S. success in Iraq was spiraling downward.215

However, by fall 2009, significant acts of violence had plummeted to fewer than 200 a week. And this continued during the first part of 2010 with a weekly average of 169 security incidents.216 As depicted in Figure 5, the security situation had dramatically changed.217

A number of factors contributed to this turnabout, to include: 1) the adoption of a new strategy—COIN; 2) the addition of 30,000 troops through the surge; and 3) the Awakening movement which opened the door for the remarkable growth of police and, in turn, gave the coalition forces the capacity needed to control the physical and human terrain.

The introduction of COIN began with the Marine campaign initiated in early 2006 in Anbar Province. At that time many believed Anbar was lost.218 But by the end of 2006 Anbar was reaching a security tipping point. The COIN program with its interrelated elements of clearing out insurgents, holding territory through combat outposts, engaging and aligning with the sheikhs and their tribes, and building local Iraqi police units drawn from those tribes had shifted the ground in Anbar. The conditions were in place to bring about a sea of change in 2007.219 And that came in the late spring when the weekly security incidents for the province dropped from 450 attacks the first week of January to roughly 150 four months later. By July it was less than 100.220 And when General John Kelly took command of the Marines in Anbar in January 2008, the number was down to 50 attacks a week.221

In February 2007, General David Petraeus replaced General Casey as commander of Multi-National Force-Iraq. He initiated a similar COIN effort
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that was enabled by the addition of 30,000 surge forces and the Awakening movement. The focus initially was on the greater Baghdad region. As in Anbar, the results were the same as the violence declined precipitously by the end of 2008.

But an effective COIN strategy requires more than the “clear, hold, build” formula found in the classic COIN literature of the 1960s,\textsuperscript{222} as well as in its post-9/11 counterpart, *FM 3-24 Counterinsurgency.*\textsuperscript{223} It also necessitates the capacity to dismantle the clandestine infrastructure or secret underground apparatus of the insurgent organization. It was that subterranean networked mechanism that gave AQI the capacity to initiate, rapidly increase, and sustain insurgent operations across Iraq. The mission of the task force was to learn about the inner workings of that largely invisible ecosystem in order to dismantle it or, in the words of General McChrystal, to “claw the guts out of AQI.”\textsuperscript{224}

To what extent was TF 714 able to accomplish this mission? As noted earlier, by adopting the characteristics of a learning organization, as this study has illuminated, TF 714 was able to raise its monthly operational tempo from 18 raids in August 2004 to 300 in August of 2006 and to sustain that rate forward to 2009. But how effective were those operations? To what extent were they able to “claw the guts out of AQI” so that it collapsed in upon itself?\textsuperscript{225} Did they achieve General McChrystal’s goal of winning against AQI? Finally, what constituted winning in this kind of war?

To answer these questions, follow-up sessions were held with the leadership of TF 714, beginning with three former commanders—General McChrystal, Admiral McRaven, and General Votel. To each, as well as to other senior members of the CT task force, the following questions were posed:

- TF 714 sought to degrade AQI’s operational tempo: How did you know when you had done so? Could it be gauged?
- By the end of 2008, what was the assessment of AQI’s capacity to execute operations? To what extent had its operational tempo declined?
- Were you able to determine the degree to which you degraded AQI’s mid-level operational commanders and managers?
- Was the task force winning the fight against the AQI network? What did winning constitute in this kind of war?
- How do you prevent an AQI revival once you put them on their backs?
The linchpin for degrading AQI’s operational capacity was to reduce its mid-level commanders and managers, those who made AQI networks run. This was what General McChrystal described as the guts of AQI. They were identifiable and vulnerable because they had to move, communicate, and make things happen. “But the way to degrade them was not,” said General McChrystal, to try to identify, isolate, and focus on one key node or individual within AQI networks at a time. “That was a fool’s mission trying to be so precise. It was beyond what we could have known when we initiated operations against a particular part of AQI,” he noted. The alternative was to take an industrial approach and focus on the attrition of those mid-level elements as they emerged through the F3EAD process. “To hit those targets faster than they could replace them, to make them worry about our ability to constantly pummel them, and to make younger and less experienced those who replaced them.”

The goal was attrition, said Lieutenant General Sacolick. “We intended to conduct raids at a rate that they could not withstand. Through those raids we sought to disrupt, degrade, and dismantle their networks faster than they could re-establish them. Over time, we concluded, that would lead to the decline of their networks.” The results were demonstrable over time, and “we could see our impact on particular parts of their networks during a given period,” explained Admiral McRaven, once TF 714 reached the 300 missions a month tempo.

We measured cycles in different operational elements such as bomb making facilities and financing elements. We might seriously degrade a bomb making unit and we could measure its decline in productivity. The same was true for other parts of their operating systems. We could also see when that unit was able to re-establish itself, and how long it would take to do so. Then we would begin hitting it extensively again, driving down its capacity.

In sum, there were several indicators of TF 714’s ability to weaken AQI’s operational capacity through the attrition of its network components. But it was not a linear process explained Lieutenant General Fiel, who served in the task force during 2006-2008. Rather, to weaken AQI was understood as decreasing a components’ ability to carry out attacks, to keep it on the defensive, to keep up the pressure on it over time to have a cumulative impact.
“You had to be like a machine that pounded away at it and weakened it cumulatively over time.”229

Between 2006 and 2009 the task force maintained an operational tempo of 300 raids a month against AQI’s networks in Iraq through the JIATF system described in this study. During 2008, explained Admiral McRaven:

what we saw in the intelligence being collected during our raids and from the interrogations of the many members of AQI that we captured on those raids was that a major decline was taking place in the capacity of different parts of their network to carry out operations. Our kill/capture raids were considerably driving down their operational capacity. We were able to evaluate that decline.230

In fact, added General McChrystal, as early as the late fall of 2006, the commanders of TF 714’s raiding teams began sensing the impact of their operations. They began telling him that AQI was “cracking, it was not at the same level of proficiency and its effectiveness was lessening. We can see it.” He noted that this was “counter-intuitive because at that time violence was escalating in Iraq.”231 But those who were at the level to best know were seeing a subtle weakening. “What they saw and what we heard from those captured was that AQI could not control territory as they had earlier. And that the TF 714 teams were able to attack them in those areas and beat them up badly.”232

By the late spring of 2007 those same commanders were coming to the conclusion that AQI was in decline.233 One year later Lieutenant General Fiel believed the indicators were stronger, signifying that “AQI had been seriously degraded.”234 These indicators, pointed out General Votel, also included: “What AQI was saying about the situation in their own messaging and communications.” This reinforced what “we were learning from detainees about the impact of our targeting.”235

“Capturing or killing AQI’s mid-level managers and commanders were,” according to TF 714’s leadership, the most important targets because they “made the organization function.”236 But “estimating with precision the degree to which the task force was able to degrade those mid-level operational commanders and managers was difficult.” This was because there was no “finite target set we could know about,” observed General McChrystal. That said, TF 714 did “keep a running total of the Emirs, commanders, and managers that were taken off the battlefield. And there was real attrition.”237
During the 2006-2009 timeframe the count grew considerably because the task force was gaining extensive knowledge about various parts of those networks through the methods and processes established by the JIATF. This included who the commanders and managers were of various sub-network components. Admiral McRaven observed that as this period progressed, “we were able to map out different parts of their networks, what they were involved in, who was involved, how they were linked together. With that knowledge we would be able, through raid after raid, to shatter it.”\(^{238}\)

But by the end of 2008, after three years of what earlier in this study was described as an industrial-strength CT campaign, did TF 714 reach General McChrystal’s goal of winning the fight against AQI? And if so, what did winning constitute in this kind of war?

Among senior commanders interviewed for this study, there was a strong consensus that by the end of 2008, AQI had been seriously degraded by the CT task force operations, and this was reflected in the decline in its ability to function and carry out missions. Lieutenant General Sacolick, in asserting this was the case, employed the “continuum of effects” framework—disrupt, degrade, dismantle, and defeat. By 2009 the CT task force had disrupted AQI’s clandestine apparatus and operational timetable, putting it on the defensive. It also degraded the group’s ability to conduct larger operations, took away its freedom of movement, and disrupted a large number of AQI’s operational cells, financial units, communications and media centers, bomb and IED production facilities, and arms acquisition networks. Finally, TF 714 dismantled networks of the terrorist group to the degree that they could no longer function in a cohesive manner.\(^{239}\) The task force had developed the capacity to operate inside those networks to break up a considerable number of them.

However, when it came to defeat and winning, Lieutenant General Sacolick proposed that in today’s irregular conflicts, a final defeat of the insurgent underground networks is illusive. This is because, he elaborated, the remaining elements of such organizations, once they have been seriously disrupted and degraded, can go into a semi-dormant stage, regroup, and then phoenix-like reappear. Consequently, once AQI was largely dismantled, it had to be kept at that stage, while the larger political and governance developments that follow a successful COIN/CT program have time to be established and take root.\(^{240}\)
On this point, General McChrystal added that: “Winning is relative in these kinds of wars. There is no VE Day. We put AQI on its back, having badly beaten it up. But until the larger political causes of the conflict are addressed, it could reemerge.” Consequently, during this interim period which can go on for an extended period of time because post-conflict political reconciliation, development, and reconstruction do not happen overnight, AQI “had to be kept on its back.”

In effect, after three years of industrial-strength CT, TF 714 had reached what General Raymond Odierno, the Multi-National Force commander in Iraq during this period, referred to as the “irreducible minimum.” By this, he meant that even when a COIN/CT program is able to greatly weaken and degrade a group like AQI, they will still retain a capacity to carry out periodic attacks and acts of violence. At the operational level, said Admiral McRaven, this is winning. During 2009, the task force was “only carrying out two to three raids a night because AQI’s operational tempo was way down. And we were beginning to hand those missions off to our Iraqi CT force counterparts.” In early 2010 those missions contributed to the killing or capturing of 26 insurgent leaders including Abu Ayyub al-Masri, AQI’s overall leader, and Abu Abdullah al-Raschid al-Baghdadi, the head of the Islamic State of Iraq.

That said, the conclusion of those who had led TF 714 was that an effective COIN and CT program can take you only so far. COIN and CT (or counter-infrastructure) are necessary parts of the resolution of such wars, but they never are sufficient in and of themselves. This critical conclusion was stressed by the entire leadership of TF 714. What COIN and CT can achieve, each explained, is to establish the prerequisites for post-conflict political reconciliation, development, and reconstruction. For the COIN forces, the goal was to sweep the insurgents from the cities and towns in Iraq in which they were embedded and then to hold that ground after it was cleared. In Iraq, the Awakening movement was an important facilitator for holding ground once the insurgents were cleared out of a location. For TF 714 the mission was to disrupt, degrade, and dismantle AQI’s clandestine networked infrastructure or secret underground; to hit AQI’s networks every night, killing or capturing a large number of its mid-level managers and operational commanders, and undermining its operational tempo.

Once territory was held and the insurgent clandestine infrastructure disrupted and degraded to its irreducible minimum, the conditions were
established for attention to shift to the non-kinetic lines of operations and to begin the transition to post-conflict reconciliation, reconstruction, and institutional development. This was the critical juncture in all COIN/CT campaigns, and once it is reached it is not the responsibility of those COIN/CT forces. It is the beginning of the long and challenging phase of all such internal wars in which the larger indigenous political causes of the struggle have to be addressed. Moreover, a political formula has to be conceptualized for reconciliation of the warring parties, the foundations for state legitimacy established, and national reconstruction initiated.

During this extended period of mediation, reconciliation, and political development there is a role for Iraq’s counterpart to TF 714, explained the former leaders of the task force. As 2009 came to an end, those counterparts were taking over the finish phase of the F3EAD process. And they were considered by the leadership of TF 714 to be operationally quite effective. But, explained Admiral McRaven, they still needed our “find, fix, exploit, and analyze” intelligence support capabilities. While Iraq’s CT raiding forces were judged to be very professional by Admiral McRaven, they needed the task force to maintain a presence in Iraq during and after the draw down to help them with intelligence support and operational mentoring. The former TF 714 commander added:

once we and our counterparts had our collective foot on AQI’s throat in 2009 we had to keep it there. And we could do so through our support to our Iraqi counterparts. But we had to stay to help them. Without our find, fix, exploit and analyze support, as well as operational mentoring, they were not capable of keeping AQI down.

This was all part of buying time and maintaining the irreducible minimum whilst the process of transition to post-conflict reconciliation, reconstruction, and institutional development took root. But that was not meant to be.

What transpired during this phase of the conflict in Iraq was just the opposite, as several accounts of the post-2009 period have documented. The transition to post-conflict reconciliation, reconstruction, and institutional development was not facilitated through the formation of a long-term strategic partnership between Washington and Baghdad. For that transition to have had a chance of succeeding, General Odierno believed according to his long serving political advisor Emma Sky, “there needed to be a political
agreement among Iraqi leaders. Otherwise the security gains the troops had fought so hard for would not be sustainable. He took every opportunity to communicate the complexities of Iraq to the new Obama administration.”247 The new administration had an important role to play in helping mediate that political reconciliation process, was his persistent counsel. But, Sky observed, “the administration ... just wanted to get out of Iraq.”248

As Sky and others chronicle,249 following the March 2010 national elections in Iraq, the U.S. set a course for withdrawal from Iraq which was carried out in two stages. On 31 August 2010, following the departure of the last U.S. combat brigade, President Obama declared, “the American combat mission in Iraq has ended. Operation Iraqi Freedom is over.”250 This left approximately 50,000 troops in Iraq, which were serving in an advisory and assistance capacity as part of Operation New Dawn. Then, with the failure of the U.S. and Iraq to reach a Status of Forces Agreement to extend the presence of U.S. forces in this advisory and assistance role, President Obama announced the full withdrawal of troops and the formal end to the American mission in Iraq on 14 December 2011. The remaining U.S. troops left Iraq four days later.

It was during this crucial period following the March 2010 election that, explained Sky, Washington chose not to help mediate the establishment of a new Iraqi government that reflected the electoral outcome and was not dominated by sectarianism.251 This was an essential starting point in the reconciliation process. But instead, the U.S. backed Nuri al-Maliki for yet another term as prime minister, even though in the national election results his was not the winning bloc with the most seats in the parliament. The U.S. looked the other way as Maliki manipulated the electoral process.

The details of why and how Washington chose to take this course of action and then in 2011 completely withdraw from Iraq during the critical period of transition from successful COIN/CT military operations to post-conflict political reconciliation is beyond the scope of this study. Likewise, the consequences of those decisions and the takeover of a part of Iraq by ISIS will not be covered here.

What this paper has established is that as a result of the transformation of TF 714, with all that entailed in terms of learning and adapting, the CT forces were able to reach that irreducible minimum and put AQI on its back. In 2009, TF 714 was poised to continue to advise and assist its Iraqi counterparts going forward to prevent a revival of AQI during the critical transition phase of political reconciliation.
9. Afterthoughts: The Limits of Counterinsurgency and Counterterrorism

An important component of COIN campaigns is the capacity to attack, degrade, and dismantle the insurgent’s clandestine infrastructure or secret underground apparatus through which it plans and executes operations. To do so, specialized organizations are needed that blend intelligence and paramilitary capabilities. TF 714 was one such outfit that was recreated in the midst of war to fight and overcome a complex networked enemy for which it was not initially prepared.

TF 714 was able to transform itself and establish an operational tempo that hit AQI’s networks multiple times every night between 2006 and 2009, killing and capturing a large number of AQI’s mid-level managers and operational commanders. TF 714 dismantled the networks of the terrorist group to such a degree that they could no longer function in a cohesive manner. The CT task force was able to do so because it developed the capacity to operate inside those networks to break up a considerable number of them.

In Iraq, these CT operations were an important complement and made a vital contribution to the overall success of the U.S. military’s COIN campaign. While those COIN forces conducted ‘clear, hold, and build’ security related operations and trained the emerging Iraqi security forces, TF 714 systematically attacked and dismantled the clandestine networks of AQI, degrading them to the irreducible minimum. That is the most that can be expected of such a CT force in this kind of internal war. They can make a critical contribution to the overall COIN program which can, if successful, set the conditions for post-conflict reconciliation, reconstruction, and institutional development.
### Appendix A: Acronym List

<table>
<thead>
<tr>
<th>Acronym</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>AQI</td>
<td>al-Qaeda in Iraq</td>
</tr>
<tr>
<td>CIA</td>
<td>Central Intelligence Agency</td>
</tr>
<tr>
<td>COIN</td>
<td>counterinsurgency</td>
</tr>
<tr>
<td>CT</td>
<td>counterterrorism</td>
</tr>
<tr>
<td>DIA</td>
<td>Defense Intelligence Agency</td>
</tr>
<tr>
<td>F3</td>
<td>find, fix, finish</td>
</tr>
<tr>
<td>F3EAD</td>
<td>find, fix, finish, exploit, analyze, disseminate</td>
</tr>
<tr>
<td>FBI</td>
<td>Federal Bureau of Investigation</td>
</tr>
<tr>
<td>HUMINT</td>
<td>human intelligence</td>
</tr>
<tr>
<td>HVT</td>
<td>high value target</td>
</tr>
<tr>
<td>IED</td>
<td>improvised explosive device</td>
</tr>
<tr>
<td>IRA</td>
<td>Irish Republican Army</td>
</tr>
<tr>
<td>JIATF</td>
<td>joint interagency task force</td>
</tr>
<tr>
<td>JOC</td>
<td>joint operations center</td>
</tr>
<tr>
<td>ISR</td>
<td>intelligence, surveillance, reconnaissance</td>
</tr>
<tr>
<td>LNO</td>
<td>liaison officer</td>
</tr>
<tr>
<td>NGA</td>
<td>National Geospatial-Intelligence Agency</td>
</tr>
<tr>
<td>NSA</td>
<td>National Security Agency</td>
</tr>
<tr>
<td>O&amp;I</td>
<td>operations and intelligence</td>
</tr>
<tr>
<td>SIGINT</td>
<td>signals intelligence</td>
</tr>
<tr>
<td>SOF</td>
<td>Special Operations Forces</td>
</tr>
<tr>
<td>SOP</td>
<td>standard operating procedure</td>
</tr>
<tr>
<td>Acronym</td>
<td>Description</td>
</tr>
<tr>
<td>---------</td>
<td>--------------------------------------------------</td>
</tr>
<tr>
<td>SSCI</td>
<td>Senate Select Committee on Intelligence</td>
</tr>
<tr>
<td>SSR</td>
<td>security sector reform</td>
</tr>
<tr>
<td>TF 714</td>
<td>Task Force 714</td>
</tr>
<tr>
<td>USSOCOM</td>
<td>United States Special Operations Command</td>
</tr>
<tr>
<td>VTC</td>
<td>video teleconference</td>
</tr>
</tbody>
</table>
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